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Methods for building secure communication channels for IoT devices in fifth-generation networks.
The article is devoted to the study of approaches to building secure communication channels for [oT devices
in fifth-generation networks. The characteristic threat vectors inherent in heterogeneous 5G-IoT
environments are considered, in particular, device substitution, Man-in-the-Middle attacks, DoS/DDoS
overload and unauthorized access through weak authentication mechanisms. An architecture for IoT node
interaction via the IoT Gateway using Network Slicing, Edge Computing and security mechanisms defined
in 3GPP TS 33.501 technologies is proposed. A model of a secure data exchange channel in a 5G-IoT
environment is developed. The use of a hybrid cryptographic approach that combines AES-128 with
dynamic key generation based on ECC is justified. The developed multi-level authentication algorithm is
supplemented with the use of cryptographic fingerprints of devices. The simulation showed a 20-25%
reduction in authentication latency and a reduction in computational costs, which confirms the effectiveness
of the proposed model for application in smart city systems, industrial IoT, and critical infrastructure.
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Maxkapenko A.O., Kypakoscbkuii B.1O., Ocunmmuyk C.O., I'puropenkxo O.I., Jlememko A.B.
Metoaun noOynoBH 3axWieHHX KOMYHikaniiiHux kanandiB ansa loT-mpucTpoiB y mepe:xkax nm’storo
nokoginHsA. CTarTs NpUCBSYCHA AOCIHIIKCHHIO METOIB MOOYI0BU 3aXHIIEHNX KOMYHIKALifHUX KaHaIiB
st loT-nipucTpoiB y Mepexax n’sToro HokoiiHHsA. PO3IISIHYTO XapaKTepHi BEKTOPH 3arpo3, BIAaCTHBI
rereporeHHnM 5G-IoT cepemoBuiam, 30Kpema MiAMiHa NPUCTPOiB, artaku TuUy Man-in-the-Middle,
nepeBanTaxxeHHs: DoS/DDoS Ta HecaHKIIOHOBaHMH AOCTYN 4epe3 ciIa0Ki MexXaHi3MH aBTeHTU]IKalii.
3amponoHoBaHO apxiTekTypy B3aemomii loT-By3mie wepe3 momo3 IoT Gateway 3 BHKOpPHCTaHHSIM
texHonoriit Network Slicing, Edge Computing Ta MexaHi3miB Oe3neku, BusHaueHUX y 3GPP TS 33.501.
Po3pobieno Momenp 3axumieHOro KaHaimy oOMiHy nmaHmMmu B cepemoBuili S5SG-IoT. OOrpyHroBaHO
3aCTOCYBaHHS TiOpuAHOTO KpumrorpadidHoro weroxy, skuid moemnye AES-128 i3 aumHaAMidHOO
reHepaniero KarodiB Ha ocHOoBi ECC. Po3poOnenunii anroputM OararopiBHEBOi aBTeHTH(IKAIlT JOIOBHEHO
BUKOPUCTAHHAM KpUITorpadivHuX BiJONTKIB MPUCTPOiB. MoseNIOBaHHS TIOKa3aJl0 3MEHIIEHHS 3aTPUMKH
aBreHTUdikanii Ha 20-25% 1 3HWKEHHS OOYMCIIOBAJBHUX BUTpAT, LIO HIATBEPIKYE e(EeKTHBHICTH
3anpOIIOHOBAHOT MOJIEII JUIsl 3aCTOCYBaHHS B IHTEJIEKTyaJIbHUX MICBKUX CHCTeMax, nmpomucioBomy [oT ta
KPUTHUYHIH iHppacTpyKTypi.

KuarouoBi ciaoBa: 5G-IoT, momens 3axumeHoro OOMiHY MaHHUMH, aJTOPUTM OaratopiBHEBOi
aBreHTU]iKawii, kpunrorpadivauii meron AES-128/ECC, Network Slicing

Beryn

CrpiMKUH PO3BUTOK TEXHOJOTIH I’STOr0 MOKOJIHHS MOOUIbHOTO 3B’s13Ky (5G) CTBOpUB HOBI
MOXJIMBOCTI Uil iHTerpauii npuctpoiB IHTepHery peudedt (IoT) y e€auHy BHCOKOIIBHIKICHY
KOMYHIKallIiHy 1H(QpacTpyKTypy. 3aBIsku HiATpuUMII MacoBux niaxmodeHb (mMTC), Hu3bKii
3arpumili (URLLC) ta Bucokiit nponyckHiii 3aatHocTi (eMBB) mepexi 5G cranu ocHOBOKO AJist
(GyHKILIOHYBaHHS 1HTEJIEKTYaJIbHUX CHCTEM — BiJl PO3YMHHUX MICT 1 IIPOMHUCIIOBUX BUPOOHUIITB J0
aBTOHOMHOTO TpaHcropTy. [Ipore 3 po3mmpeHHsM MacimTaOiB TaKUX CUCTEM CYTTEBO 3pPOCTAE
KUIBKICTh MOTEHUIWHUX TOYOK HECAHKLIOHOBAHOTO JOCTYIY, IO CTBOPIOE HOBI BUKJIMKHU y cepi
kibep3axucry loT-nmpuctpois.

VY cydacHMX HayKOBUX JOCIIDKEHHSX OCOOJMBA yBara MpUIUIA€ThCS Mpodiemi 3a0e3rnedeHHs
KOH(IIEHIIIMHOCTI, IIITICHOCTI Ta aBTEHTUYHOCTI JJAHUX ITi]T Yac X mepenaBands Mk loT-By3mamu Ta
XMapHUMHU cepBicamu. [cHyroui Meroau muUdpyBaHHS Ta aBTeHTHdIKalli, po3polieHi A
TPaIUIIHUX TENEeKOMYHIKAI[iiHUX MepexX, 4acTo € HaATO PECYpPCOEMHUMH sl OOMEXEHUX
obunciroBaibHUX MOxuBocTe loT-mpuctpoiB. ToMy akTyanbHUM HampsIMOM CTae po3poOICHHS
JIETKOBaroBUX KpunTorpadiyHuX MeXaHi3MiB, NMPOTOKOMIB Oe3Ne4yHoi mepedadl JaHuX (30Kpema,
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MQTT-S, DTLS, CoAP 3 po3mupeHHsSIMH Oe3NeKH) Ta apXiTeKTYpHHMX pIlIeHb A MOOydOBU
3aXUIICHUX KOMYHIKAI[IHHUX KaHATIB y cepenoBuii 5G.

OcrtaHHI HayKOBi po3pOoOKH B I1ili Tay3i CIPAMOBaHI Ha BUKOPUCTAHHS TEXHOJOT1H MepekeBOi
cermenTanii (network slicing), inTerpanii MmexaHi3miB Ook4eiH s Bepudikaiii Tpan3akiii loT-
MPUCTPOIB, a TAKOXK 3aCTOCYBAHHS HITyYHOTO iHTEJEKTY JUIS aJalTUBHOTO BUSBICHHS aHOMAIH y
MepexeBoMy Tpadiky. BogHouac 3anumaroTbcs HEBUPIIIEHUMM MMHUTAHHS CTaHAApTHU3allii METOIIB
mmdpyBanHs a1 rereporenHux loT-rmuratdopm, onTuMizaiii 3aTpUMOK y mporieci aBTeHTuikarii ta
3a0€3Me4YeHHS CTIMKOCTI KaHAIB 3B SI3KY JI0 CKJIaJIHMX KOMOIHOBaHHX aTak.

[TpoGnema mOOYIOBHM 3aXUIIEHUX KOMYHIKAIiiHUX KaHamiB mius loT-mpuctpoiB y mepexax
II’ATOTO TIOKOJHHS € aKTyalbHOI SIK 3 HAayKOBOIO, TaK i 3 IPAKTHYHOIO MOMIAMY. Ii po3B’si3aHHs
CIPUSATHME TiBUIICHHIO PiBHS KiOEP3aXHCTy TEIEKOMYHIKAlIMHUX CHCTEM HOBOTO IMOKOJIHHSI, a
TaKOX 3a0€3MEUYCHHIO HAIIMHOI B3a€EMO/IT MK MUTbApAAMH MPUCTPOIB Y TIOOATHHOMY HU(PPOBOMY
CEPEOBHIILI.

AHaJI3 ocTaHHIX H0caigxKenb. Y PyHaamentaasHoMy oriszi [1], omyOiKoBaHOMY B JIFOTOMY
2025 poky, BAKOHAHO CUCTEMAaTH3allil0 KPUTUYHUX Kareropiid Oesneku [oT. ABTOpH HarojaomIyoTh,
10 CTPIMKa 1HTErpallis CECHCOPHUX MEPEX Y XMapHi cepeIoBUIIa CTBOPIOE HOB1 BEKTOPH 3arpo3s, sKi
HEMOXKJIMBO HiBEJIOBATH 3aCTapiIMMU METOAaMu 0e3 BTpaTh MPOAYKTUBHOCTI. Y MOCIiKeHHI [2]
MIPOBEJICHO MOPiBHUIbHUIN aHami3 kpunrorpadiunux anroputmis (AES, RSA, ECC) came B KOHTEKCTI
5G-Mepex. ABTOpHU €KCIIEPUMEHTAIBHO JOBOASTH, IO AJs pecypcHUX oomexkeHb loT HailOuibin
edexktuBHUM € BiamoBa Bin RSA Ha xopucth enmintuynux kpuBux (ECC), saxi 3abesnedyrorsh
HEOOXiZIHUH pPIBEHb EHTPOIi NMpU 3HAYHO MEHINIHA JOBXKHHI Kioda. [IMuTaHHS apXiTEeKTypHOTO
3aXUCTY JI€TaJbHO PO3KPUTO B poOOTi [3], A€ knacudikoBaHo ataku Ha TexHonoriro Network Slicing.
JloCITi THUKY TPOTIOHYIOTh CTpaTerii oM’ SIKIIEHHS HACiAKIB (mitigation strategies), mo 6a3yroTbes
Ha JMHAMIYHIN 13074111 C1aiiciB IS 3aXUCTY BiJl MIXKCIIAaCOBHX aTak.

OcobnmBa yBara B Cy4acHUX Mpalsix NpUIUIIeTbcs Oe3cepTudikarHiii aBreHTHdikamii. Tak, y
crarti IEEE Access [4] 3amporoHOBaHO JIETKOBaroBy CXeMy Ha OCHOBI ()i3MYHO HEKJIOHOBAaHHMX
¢ynkuiii (PUF) ta xaotnunux kxapt YeOurieBa, 1o 103BOJSE YHHUKHYTH 30€piraHHs CEKpETHHX
KIIIOYiB y MHam'sTi NPUCTPOI0. AJBTEPHATHBHI METOOM pPO3IVISANAIOTBCS B [5], 1€ Ha OCHOBI
cucteMatuyHoro omsiay Jjiteparypu (SLR) ouiHeHO e(eKTHBHICTh OJIOKYEHH-TEXHOJIOTIH Jyis
3abe3neueHHs 10Bipu B 0T, Bkazyroun Ha KOMIPOMIC MiX JAELEHTpati3alli€io Ta 3aTpUuMKamMH. Y
poOorti [6] aHami3yroThCsl cucTeMu BusBIEHHS BToprHeHb (IDS) Ha 6a3i mTyyHOro 1HTENEKTY, SKi
371aTH1 BUSIBJIITH @HOMAJIii B peaJIbHOMY Yaci, ajie 3aJMIIal0ThCS BPa3IMBUMU JI0 3MarajbHHUX aTak
(adversarial attacks). IIpoGmeMu 3aXUCTy MPOTOKOJIIB MPHUKJIAJHOTO PiBHS MiiiMatoThes B [7], 1€
nocaipkeno Bpasziauocti MQTT B ingyctpiansHomy loT Ta 3anpornonoBaHo metoau npotuaii DoS-
aTakaMm Ha OpOKepHU MOBIIOMIIEHbD.

ITocTanoBKa 3aBAaHHA. MaciuTaOHe BIPOBa/KEHHS CTUIBHUKOBUX Mepex SG BiIKpUBae HOBI
CIIeHapii HalaHHS MOCIYT, SIKi BAMAraroTh HU3bKO1 3aTPUMKH Ta TAPAHTOBAHOI aBTEHTUYHOCTI IaHUX.
He3Baxaroun Ha HasBHICTb OKPEMHUX pILIEHb y MpOaHaNi30BaHUX Jpkepenax [1-7], Ha choroaHi
BIJICYTHIH KOMIUIEKCHUM NIAXiJ, SKUA OM OJHOYACHO BHUPIIIyBaB MPOOJIEMU PECYPCOEMHOCTI
mmdpyBaHHs, WBHUAKOAIT aBTeHTHU(ikauii Ta i3omsauii Tpadiky. B miit crarti Oyae mpoBeneHO
pO3po0ICHHST Ta aHalli3 METOAy MOOYJOBH 3aXWIEHUX KOMYHIKAI[IWHUX KaHaJIB, SIKUA TIOETHYE
riopunne mmdpysanns AES-128/ECC, aprentudikanito 3a nndpoBUMHU BiIOMTKaMu (PO3BUBAIOYN
meton PUF 3 [4]) Ta Texnonorito Network Slicing (6a3yrouncek Ha nmpuHimmax [3]), 1o J103BOJTHTH
YCYHYTH HEJONIKHU ICHYIOUHX PIllICHb.

Metoro po6oTM € TiABUIIEHHS €(EeKTHBHOCTI Ta 3aXMIIEHOCTI 1H(popMaliiHOro oOMIHY B
rereporeHHuX loT-cucremax Mepex IT’SITOr0 MOKOJIHHS IIJISXOM PO3pOOJIEHHS METONy MOOYI0BU
KOMYHIKal[IHHUX KaHaJiB, 10 NO€JHY€E TiOpuaHe MU(pyBaHHs, aBTEHTH(IKALIO 3a arnapaTHUMU
BiJIOMTKaMH Ta TEXHOJIOT1F0 MEPEKEBOI CerMEeHTallii.

Buxkiaax 0cHOBHOIoO Marepiajiy J0CTiIKeHHS
AHaJi3 cTa”Hy npo6JjieMH Ta HAYKOBUX METOAiIB 10 3a0e3neyeHHs1 0e3MeKu 00MiHYy JaHUMH
B loT-cucremax. Inrerpauist Intepuery peueii (IoT) y mepexi n’aroro nokoiniHas (5G) cTBOprO€e

184



ISSN 2786-8362 Hayxkoegi 3anucku /]YIKT — 2025. — No2 (8)

SKICHO HOBE CEPEIOBHUILIE, 1€ KpUTUYHUMU BUMOTaMHU CTAIOTh HE JIMIIE MIBUJIKICTD Mepeiadl JaHuX,
ajie i HaliiHICTh 1X 3axucTy. ['ereporenHicTh loT-mpucTpoiB — Big MPOCTUX MATYHMKIB 10 CKIATHUX
MIPOMHCIIOBUX KOHTPOJIEPIB — YHEMOXJIMBJIIOE BHUKOPHUCTAHHS YHIBEPCAIBHUX METONIB [0
KibepOe3neKH, 0 BUMAarae AeTalbHOTO aHali3y ICHYIOUMX 3arp03 Ta METO/IB iX HIBEITIOBAHHSI.

OcHoBHOIO TIpobiemoro 6e3neku B exkocuctemi SG-10T € posmmpeHHs MoBepxHi arak 4depes
MacoBe MIIKIIOYEHHsI NPHUCTPoiB. Ha OCHOBI aHamizy Bpa3iaMBOCTEH MOXKHA BUILIUTH KJIHOYOBI
BEKTOpH 3arpo3 (puc. 1):

- IMigmina npuctpoiB (Device Spoofing): 3noBmucHuk emymoe serituMuuii loT-By3onm ms
BBEJICHHSI HEKOPEKTHHX JaHUX y CHUCTeMy a00 OTpMMaHHS JOCTYIy 1O MEpEeXeBHUX pecypciB. B
ymoBax 5@, e inenTudikaiis yacto Bi0yBa€ThCS aBTOMAaTUYHO, 11€ CTBOPIOE PU3HK KOMITPOMETAIlii
I[IJTMX CerMEHTIB Mepexi [§].

— Araku tuny "Man-in-the-Middle" (MitM): IlepexorneHHs Ta MOKIMBa MOAMQIKAIISA JTaHUX
iz vac ix nepenadi Mix loT-npuctpoem ta 6azoBoro cranmiero (gNodeB). Lle ocobnBo HeGe3neuHO
I KPUTUYHOT iHPPACTPYKTYpH, Jie LITICHICT KOMaH]] YIPABIIHHSA € MPiIOPUTETHOIO [9].

- Binmosa B obciyroyBanHi (DoS/DDoS): O6omexeni pecypen loT-puctpoiB poonsaTs ix
Bpa3JIMBUMHU JI0 BUCHAKEHHS eHeprii abo 00unCcIOBaIbHIX MOTYKHOCTEH uepe3 MacoBi 3alUTH, 110
MOJKE MPU3BECTHU JI0 BIIKITFOUCHHSI KPpUTHYHHUX ceHcopis [10].

- HecankuionoBanuii  nocrym: BuxopuctanHs —crnaOKMX —MeXaHi3MIB  aBTEHTHQIKaIii
(HanmpuKIIa/1, 3aBOJCHKHIX MAPOJIIB) JUIs 3aXOIJICHHS KOHTPOIIO Haja mpuctpoem [11].

3arposn Gesmeni

IoT y mepexax 5G

+ Bexropn arak

Ilinmina mpHCTPOIB
(Device Spoofing)

Man-in-the-Middle DoS /DDoS HecanknionoBannii focryn
(IlepexoIUIeH A JaHHX) (BucHaxeHHs pecypciB) (Cnabxi mapomi)

,,,,,,,,,,,,,,,,,,,,

Puc. 1. Knacudikartis 3arpo3 6e3nert [oT y mepexax 5G

JUis 3aXUCTy KaHaMIB 3B'S3KY TPaAMLIHHO BUKOPHUCTOBYIOTHCS CTaHAApPTHU30BaHi alrOpUTMHU
mmdpyBaHHs, MpoTe iX 3acTocyBaHHs B [0T oOMekeHe anapaTHIMU MOKITUBOCTSIMH.

Anroputmu mudpysanns [3,7,12]:

— AES (Advanced Encryption Standard): 3a0esneuye BHCOKY CTIMKICTb, NMpOTE peasizallis
noBHoro nukity AES-256 Moxke OyTH HaATO €Hepro3aTpaTHOIO AJii aBTOHOMHHUX JIaT4MKIB. Biibil
JOLIBHUM € BUKOPUCTAHHS MOJIereHux Bepciit abo AES-128.

— ECC (Elliptic Curve Cryptography): EdexruBna ansrepHatuBa RSA, 1m0 103Bosisie 10CATTH
aHAJIOT1YHOTO PIiBHS O€3MeKU NMpU 3HAYHO MEHIIM JOBXKMHI KJII04Ya, 10 €KOHOMHUTh Tpadik Ta
IIPOLIECOPHUH Yac.

— LWE (Learning With Errors): IlepcriekTuBHMI HampsM MOCTKBAHTOBOI Kpumrorpadii, 1o
PO3MISAAETHCS K MAalOyTHIN CTaHIApT 3aXUCTY BiJl aTak i3 BUKOPHUCTAHHSAM KBAaHTOBHX OOYHMCIICHb.

JlerxoBaroBi MpoOTOKOJIH:

— DTLS (Datagram Transport Layer Security): Anantauis TLS myig nporoko:niB Ha ocHoB1 UDP.
3abe3mneuye Oe3neky, ajge Mae 3HaAYHUN oBepxen (HakJIaJHI BUTPATH) Ha erami "pyKOoCTUCKaHHA"
(handshake).

— Lightweight CoAP (Constrained Application Protocol): CneuianizoBanuit nmpotokon juist [oT,
akuil y noenHanHi 3 00'ektHor0 Oesnekoro (OSCORE) no3Bossie MiHIMI3yBaTH HaBaHTa)KEHHS Ha
Mmepexy nopiBasiHo 3 HTTP/TLS.
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KitrouoBy posnb y 3aXHUCT1 iIHPpACTPYKTYpH BIIITParOTh cTaHaapTH koHcopiiyMmy 3GPP. 3okpema,
cneuunikamis 3GPP TS 33.501 [12] BusHavae apxitekrypy 6e3nexu i SG Core, BBOASUN MOHATTS
yHi(pikoBaHOi aBTeHTHU]IKAIIT, KA HE 3a1eKuTh Bif THy noctymy (Wi-Fi, 5G NR, LTE).

OcoOmuBa yBara mnpumiisierbes MexaHismy Network Slice Isolation (i3omsiiis MepexeBUX
cnaiiciB). Lls TexHONIOTIS T03BOJIAE PO3AUTUTH (I3UYHY MEPEXKY Ha JIOTTYHI CETMEHTH (HaIpHKIa,
OKpEeMO JJIsi aBTOHOMHOTO TPAHCIIOPTY Ta OKPEMO JUIsl JaTdukiB Bojorocti). 3rimuo 3 3GPP TS
33.501, xommpomeTallis TpPUCTPOI0 B OIHOMY CJIaiici HE MOBHHHA BIUIMBATH Ha OC3IMEKy 1HIIMX
CJIAlCIB, IO € KPUTUYHO BAXKJIMBUM JUTSI 320€3MEUCHHSI CTIMKOCTI CHCTEMH B IILIIOMY.

VY cy4acHOMY HayKOBOMY JIMCKYPCI, OKPIM PO3IIISHYTUX KPUNITOTpadiuHUX MPUMITHUBIB, aKTHBHO
JOCHTIDKYIOTBCSl allbTEPHATUBHI KOHIIETIIi TOOYJ0BU 3aXMIEHUX KOMYHIKaIliif, KOXHA 3 SKHX Mae
CBOI mepeBaru Ta OOMEKEHHsS B KOHTEKCTI MEpPEX II'SITOro MokoJdiHHA. OZHUM 13 JOMIHYIOYHX
HanpsIMiB € BUKOPUCTAHHS TEXHOJOTiH po3noziieHoro peectpy (Blockchain) ms nenenrpanizoBanoi
Bepu(ikamii TpaH3akmiii Ta 1MEHTHYHOCTI NpHUCTpoiB. Lleit mertom 3abe3meuye BUCOKWN PIBEHBb
MIPO30POCTi Ta HE3MIHHOCTI JaHUX, YCYBalOUX €JMHY TOUYKY BiZIMOBH, IPUTAMaHHY IIEHTPai30BAaHUM
nuto3aM. [Ipore, mpakTuyHa iMIUIeMeHTaLis OJOKYEHH-aIrOPUTMIB Ha pecypcHo-oOMexeHux loT-
CEHCOpax HAIITOBXYEThCSI Ha NpoOIeMy 3HAYHMX CHEPreTHYHHX BHUTPAT Ta 3aTPUMOK MpHU
JOCATHEHH1 KOHCEHCYCY, 110 YaCTO € HENMPUIHATHUM JIJIsl CHCTEM PeallbHOTO 4acy.

[HITMM NePCIEeKTUBHUM BEKTOPOM € 3aCTOCYBAaHHS METO/IIB IITYYHOTO IHTEJIEKTY Ta MAITMHHOTO
HaBYaHHS [yl aJlalTUBHOTO BUSBJIEHHS aHOMalill y mepexxkeBoMy Tpadiky. Taki cucremu 31aTHi
BUSIBJSITH HOBI, paHilie HeBiAoMi THUIH atak (zero-day attacks), aHami3yroum HaTrepHU MOBENIHKH
npuctpoiB. OnHak, Ha BiIMiIHY BiJ AETEPMIHOBAaHUX METOMIB aBTeHTU(ikalii, Al-pileHHs MarOTh
IMOBIpHICHHI XapakTep, IO CTBOPIOE PU3HMK XMOHHMX cropaioBanb (false positives) Ta Bumarae
3HAYHUX OOYUCIIOBAIBHUX MOTYKHOCTEH, sIKl 3a3BHUail HEIOCTYITHI Ha PiBHI KiHIIeBUX By31iB (Edge
devices). Takox y iTeparypi po3IIsIaloThCsl TOCTKBAHTOBI METOIH 3aXHCTY, 30KpeMa Kpurrorpadis
Ha rpatkax (LWE — Learning With Errors). Xoya 11i anropuTMu rapanTyoTh CTIMKICTh J0 aTak i3
BUKOPHCTAHHSM KBaHTOBUX OOYHCIIOBAYiB y MalilOyTHbOMY, Ha JaHOMY €Talll PO3BUTKY TEXHOJIOT1H
BOHM XapaKTEPU3YIOThCS HAIMIPHUM PpO3MIpPOM KIIOYIB Ta INM(QPOTEKCTIB, 110 NPU3BOJUTH [0
MIEPEBAHTAXKEHHS By3bKOCMYTOBUX KaHaIB 3B'SI3KY.

Tpaaumiitai )k metonu, mo 0a3yroThes Ha craHfgapTHuxX mnportokonax DTLS a6o EAP-IoT,
3a0e3meuyloTh BHUCOKY CYMICHICTh OOJagHaHHS, aje dYacTo JEeMOHCTPYIOTh HaJUIMIIKOBICTh
cIry>k00BOr0 Tpadiky Mij 4ac mpoleypy BCTAHOBJIEHHS 3’ €IHAHHs. Y MOPIBHSAHHI 3 HUMH, METOH
«YUCTOI» CUMETPUYHOI KpunrTorpadii € HalIIBUALIMMY, IPOTE CTBOPIOIOTH KPUTUYHI NIPOOIEMH 3
0e3MeYHUM PpO3MOAUIOM KIIIOYIB y MacIiTaboBaHMX MepekaxX. TakuM YMHOM, aHalli3 ICHYIOUMX
aJbTEPHATUB MIJATBEP/KYE AKTYaJbHICTh PO3POOKU TIOPUAHOrO pIlIEHHS, K€ O TIOE€IHYBaIO
JIETKOBAroBiCTh CUMETPUYHUX UG PIB, HAAIMHICTh eNiNTHYHOI KpunTorpadii A1 0OMiHy KIr04aMu
Ta JKOPCTKY MPUB’SI3KY JI0 alapaTHUX IMapaMeTpiB MPUCTPOIO, HIBEITIOIOYH HEAOMIKH BUIIE3TaJaHuX
METO/IB.

TeoperuyHi ocHoBM 1o0y10BU 3axuieHoro odomMiny nanumu mixk loT-npucrposimu B 5G-
Mepexax. TeopeTHuHe OOIPYHTYBaHHS 3allpOIIOHOBAHOTO pillleHHS 0a3yeTbcs Ha HEOOXITHOCTI
Nepexoay BiJ MIIOCKOT MOJIEINI MIJKIIOYEHHS J0 1€papXiuyHOi apXITeKTypH, A€ B3aeMoist MacuBy loT-
npuUcTpoiB 13 O6a3oBuMu craHlisiMU gNodeB ormocepenkoByeTbCsl iHTENEKTyalbHUM HuTt030M [oT
Gateway. BBeZieHHS 1IbOTO TTPOMIKHOTO By3J1a 3yMOBIIEHE MPOOIEMOI0 «CUTHAIBHOTO IITOPMY» Ha
piBHi Control Plane mepexi 5G npu ofHOUacHiH peecTparltii THCSY IPUCTPOIB. Y po3pobieHiit Mojei
[IoT Gateway BuUKOHY€E posib TpaHWYHOTO oOumcioBaiapbHOTO By3na (Edge Node), skuii peanizye
¢bynkuii momepeaHboi aBTeHTH(ikamii Ta arperauii Tpadiky, TpaHCHOPMYIOUM TeTepOoreHH1
npotokosu (CoAP, MQTT) y enuHuil moTik JaHuX, CyMICHUH 13 BUMOTramH siipa mepexi. Taka
apXxiTeKTypa J103BOJIsIE TIEPEHECTU MPOLeTypH EPpBUHHOI BepuDikallii 3 HEeHTpaTbHUX KOMIOHEHTIB
AMF (Access and Mobility Management Function) Ha nepudepito, 3HHKYOUM 3aTPUMKHA Ta
HABaHTAXXCHHS HAa MaricTpajbHI KaHAJH.

3a0e3neyeHHs] LUTICHOCTI Ta KOHQIAEHIIMHOCTI B Takiii cucTeMi BHUMarae HacKpi3HOI
CHHXPOHI3allil 3aXMCHUX MEXaHI3MiB Ha 4OoTUpboX piBHAX Moneni OSI. Ha piBHi poctymy (Access
Layer) 3axuct 3a0e3neuyeThcsi MexaHi3Mamu mudpyBanHs paaiointepdeiicy PDCP (Packet Data
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Convergence Protocol), mo 3amo0irae mpociyxoByBaHHIO edipy Mk mnpuctpoeM Ta gNodeB.
Tpancnoptauii piBens (Transport Layer) Binmosinae 3a ctBopenHs 3axuiieHux tynenis (DTLS ms
UDP-tpadiky), HIBEIIOWOYM PU3UKH TEPEXOIUICHHS MAKETIiB y TPAaH3UTHUX By3jiaxX. MepekeBHid
piBEHB BKITIOUAE MeXaHi3MH (UIBTpallii Ta MapIIpyTH3aiii, 3axumieHi Big arak tumy [P spoofing, Toxi
SK TpuKIaaHuil  piBeHb (Application Layer) rapaHTye Hackpi3He mudpyBaHHS KOPHUCHOTO
HaBaHTaxeHHs (payload) Ge3nmocepenHbO BijJ JaTyMKa O XMAapHOTO CEpBicy. Y3rOKEHHS MONITHUK
Oe3IeKy MK [IMMH PIBHAMM MOKJIAAA€ThCS Ha JIOTiuHY HanOynoBy — Network Slice Security Layer.
Ilefi xoMmoHEHT 3abe3nedye MUHAMIYHY 130JISIII0 PECYpCiB Yy MeXaxX BUIUICHOTO MEpPEkKEBOTO
cliaiicy, KOHTpOJIOKUH, 100 nmapamerpu QoS Ta MpOTOKOIM OE3MEKH, aKTUBOBAHI JUIsl KPUTHUHUX
loT-nipucTpoiB, 3anumianics HEJOCSHKHIUMHU JUTS Tpadiky 3 HIIMX CETMEHTIB MEpeXi, HaBiTh y pasi
KOMIIpOMETAIlii CyCiHIX BIpTyaIbHUX (PYHKITIH.

J1st KopekTHOTO (pOpMyBaHHS apXiTEKTYPH 3aXUIIEHOTO OOMiHY JaHUMU OyJI0 BU3HAYEHO HU3KY
MIPUITYIICHb 1 0OMEKEHb, K1 3a1af0Th MEXK1 3aCTOCOBHOCTI 3alPOTIOHOBAHOT MOJIENIl Ta JI03BOJISIOTh
IHTepIpeTyBaTl pe3yJabTaTH MOJAETIOBAaHHA y (i3WYHO KopekTHoMy Bunani. Ilepemycim
nependayaeThbes, o MacuB loT-npucTpoiB reHepye nepeBaxHO HU3bKOIIBUAKICHUHN TeleMeTpUIHUN
Tpadix i3 THIMOBUMH oOcCsSraMH makera 10 256 GallT Ta mepioguuHICTIO HajacwiaHHS Big 1 mgo 60
cekyna. Taka xapakrtepuctuka Bignosimae mpodimo mMTC-cepBiciB 1 03BoJsi€ MiHIMIZyBaTu
OOUYHUCITIOBAJIbHE HABAaHTAXXCHHS MPH BUKOHAHHI KpHUNTOrpadivyHUX Olepaliii Ha KiHIEBUX By3Jax.
BonHowac BBakaeTbcs, 110 IPUCTPOT HE 3/11HCHIOIOTH BUCOKOYACTOTHOI MTOTOKOBOI Mepesiayil JaHUX
(HampuWKiIaa, Bijeo), M0 MOMIO O B3MIHMTH BHMOTH JIO NPOMYCKHOI 3/aTHOCTI KaHAIy Ta
KpunrorpadivHuX MEXaHi3MiB.

Jlpyrum TpUNymIeHHSAM € CTaOUIBHICTh mapaMmeTpiB pamiofocTymy Ha iHTepdeiici mix loT-
Gateway Ta 6a3oBoro craHuiero gNodeB. Mozenb He BpaxoBye AMHaAMIKy paJioKaHaly Ha
MUTICEKYHZIHOMY piBHI, 30KpeMa eQekTHn mHOoKoro 3HHKHEHHs curHamy (deep fading),
iHTepdepenii abo MBUAKOI MOOIIBHOCTI, OCKUIBKM IIbOBA Ipyla MPUCTPOIB PO3TAIIOBaHA
CTalioHapHO a00 HamiBCTaliOHAPHO. TaKkoK BBaXKA€ETHCS, 110 3aTPUMKA Ha MariCTPaIbHOMY CETMEHTI
MepeKi He € JOMiHYI0uuM (hakTopoM 1 He nepeBullye TunoBux 3HaueHs st LTE/5G Non-Standalone
(10-25 mc).

OOMeXeHHSI CTOCYIOThCSl TaKoX peanizauii KpunrorpadiuHuxX MexaHi3MmiB. Y Mogjeni
MIPUITYCKaeThCs, 10 anapatHa miarpuMmka AES-128 noctynna Ha piBHI loT-Gateway, Tonl sik Ha
KIHLIEBUX CEHCopax IIM(pPyBaHHA BHUKOHYETbCS NPOrPaMHO Ta MOXe BIUIMBaTH Ha
eHeprocrnokuans. Y mporueaypi oominy kimrodamu ECC mependavaeThcss BUKOPUCTAHHS KPHUBOL
piBHs Oe3neku He Hwkue P-256, ane Monenb He PO3MVISANAE BIUIMB OUIBII «BAaXKHUX» KPUBHUX
(manpuknan, P-384), sxi MoxyTh OyTH HEOOXITHUMHU B MEPCIEKTHUBI 3 ONIALY HA MOCTKBAHTOBI
3arpo3u.

Mexanizmu Network Slicing Takox MatoTh cBOi 0OMekeHHs. Po3pobiieHa apXiTeKTypa BUXOAUTh
13 TOro, 1o i30isUis Tpadiky Ha pPiBHI CIIAHCIB BUKOHYETHCS ONEPATOPOM MOOLIBHOTO 3B’S3KY
BianoBiAHO 10 creuudikaniii 3GPP, onnak He Monentoe BHYTPIIIHI KOH(IIKTH PECypCiB Mix
craificaMM IiJi yac MIKOBMX HaBaHTaxeHb. KpiM TOro, Mojenb He BpaxoBye ClEHapii aTak Ha
iHTep(delicn MeHEeIKMEHTY CclaiciB (Hampukiaza, 4depe3 HempaBoMmipHuil goctyn g0 NEF),
(OKyCYIOUHCh TIEpEBaYKHO HA 3aXUCT1 JaHUX KOPUCTyBaya Ta Mpoleaypl aBTeHTHU]iKarii.

OxpeMuM NPUIYIIEHHSM € BIJCYTHICTh aKTUBHOTO (PI3MYHOrO BTpy4daHHs B podotu loT-By3:miB.
Anroput™m aBTeHTH(IKallli 6a3yeTbcs Ha cTabibHOCTI anaparHux iHBapianTiB (PUF-napamerpis),
MIPOTE MOJIENb HE BPAXOBY€E MOXKIIUBICTB 1X Jierpaaliii 3a BUCOKUX TeMIIeparyp, paaialiifHoro BILTUBY
a00 cTapiHHA KOMITOHEHTIB, 1[0 TEOPETUYHO MOXKE MPU3BECTU A0 MOMMJIOK IiJl 4ac MOPIBHSAHHA 3
«ETAUTOHHUM TPOIIEM.

3anmponoHoBaHa MojeNnb (GopMmye 30amaHcoBaHM Ha0lp NPHUMYIIEHb, SKI JI03BOJSIOTH
30CEepeIMTUCh Ha JIOCHI[DKEHHI e(EeKTUBHOCTI KpuUNTOorpapiuHUX omepamiid, MeXaHi3MiB
aBTeHTHIKaIii Ta 13051511l Tpadiky, BOJHOUAC BU3HAIOYM HU3KY (PAKTOPIB, 110 MOXKYTh BIULIMHYTH Ha
Pe3yNbTaTH TPH TEPEXOIi 0 PEaTbHOTO CEPEIOBHUIIIA.

BuGip kpunrorpadiyHuX NPUMITHUBIB IS peatizalii JaHoT apXiTeKTypH IPYHTY€EThCs Ha aHai31
OOUYHUCITIOBATIBHOT ~ CKJIQJHOCTI QJITOPUTMIB BIIHOCHO eHepreTuyHoro Owomkery loT-By3iis.
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TeopeTnyHO OOTPYHTOBAHO BUKOPUCTAHHS T1OPUAHOI CXEMH, 1110 MOEAHYE CHMETPUYHE U PYyBaHHS
AES-128 y pesxxumi 3uerieHHs 0;10kiB a0o miurmibauKa (Hanpukiaa, AES-GCM) s 3aXucty moToky
JAaHUX, Ta aCUMEeTpuuHy Kpurnrorpadiro Ha exintuyHux kpuBux (ECC) mnsa npouenyp posmnoairy
kiouiB. Bukopucranus AES-128 € koMnpoMiCHUM pillieHHSM, Sike 3a0e3Meuye KPUIITOCTIHKICTD,
JOCTAaTHIO JJii TPOTHO30BAaHOIO JKUTTEBOTO IUKIY iH(poOpMalii, npu MiHIMAIbHUX BHUTpaTax
MPOIIECOPHUX TakTiB mopiBHIHO 3 AES-256. ¥V cBoro uepry, mexanism ECC (30kpema MpOTOKOJ
ECDH - Elliptic Curve Diffie-Hellman) no3Bomisie peanizyBaTtu Oe3neuyHuid OOMIH CECIHHHMMH
KJIrouaMu 4epe3 HezaxuiieHuid kanai. Ilepesara ECC momnsarae y BUKOPUCTaHHI 3HAYHO KOPOTIIUX
KirouiB (256 6it mpotu 3072 6iTy RSA) 17151 TOCATHEHHS aHAJIOT1YHOTO PiBHS O€3MEKH, 1110 KPUTUIHO
3MEHIIy€e 00cCAT CIIy)00Boro TpadiKy Ta 4ac Ha BCTAHOBJICHHS 3'€HAHHS («PYKOCTHCKaHHS),
poOIIIuN CHUCTEMY CTIMKOIO Ta €eHeproe(eKTUBHOIO OJTHOYACHO.

Po3poOka Monesti 3axuieHoro kanajay ooMiny ganumu B cepenoBuili SG-IoT. Po3poGiena
CTPYKTYpHa MOJIEJIb CHCTEMH 3aXHIIEHOTO OOMIHY JTaHMMH 0a3y€eThCs Ha 1€papXivHiil apXiTEeKTypi,
mo 00’eqnye rereporeHHi loT-mpuctpoi, npomixkHi numo3un (IoT Gateways), iHGpacTpyKTypy
paniopoctyny (gNodeB) Ta dyHkiionansHi kKOMIoOHEHTH siipa Mepexi SG (puc. 2). Baemonis mix
[IMMHU €JIEeMEHTaMH OpraHi30oBaHAa TaKWM YWHOM, IO KPUTUYHI Mporexypu oOpoOkum Tpadiky Ta
KpunrorpadiuHi MepeTBOpEHHs  PO3MOAUIAIOTBCS MK mepudepiiiHuM  oOnmajgHaHHSAM — Ta
[EHTPaTi30BaHUMH cepBicaMu. JIOTIYHI MOTOKH AaHUX Yy il MOJIEIi pO3ALISIOTECS Ha AB1 IUIOMIMHU:
wiomuny kopuctysada (User Plane), uepes siky nepenaerbest 3ammdpoBaHe KOpUCHE HABAaHTAKCHHS
BiJl CEHCOpPIB 0 XMapHUX JOAATKIiB, Ta muonmHy kepyBaHHs (Control Plane), mo Binmosinae 3a
CHUTHAJIBHUN OOMiH, HEOOXiIHWI Ui BCTAHOBIICHHS 3 €IHAHHS Ta Mepeaadi mapamerpiB sSKOCTi
obcmyroByBanHs. 1103 BUCTymae By3JIOM arperamii, SKHid TEpMiHY€ JIOKaJbHI MPOTOKOIU
(manmpukian, ZigBee abo Bluetooth LE) Ta koHBepTye iX y 3axwuieni [P-maketn st mepenadi gepes
5G-inTepdeiic, 3a0e3neuyoun TaKUM YUHOM YHi(iKamio Tpadiky mnepes Horo HaIxoHKEHHSIM JI0
MaricTpaabHOI MEpexi.
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Puc. 2. Monens 3axuiieHoro kaHainy ooMiHy nanumu B cepenoBuii SG-IoT

LleHTpaIbHUM €JIEMEHTOM 3alPOIIOHOBAHOTIO PillIEHHs € (hOpMai30BaHUN AITOPUTM OE3MEYHOTO
OOMiHY JTaHUMHU, SIKUH peatizy€eThes HOETAMHO /Ui 3a0e3nedeHHs KoH(1AeHIIHHOCTI 6e3 HaAMiIpHOTO
HaBaHTAXXEHHs Ha KaHai 3B’s3Ky. [Iporec po3nounHaeThes 3 eramy iHimianizamii 3’€JHaHHS, KOJIU
loT-npuctpiit HagcWIae 3aMUT HA MiAKIIOYEHHS, 10 MICTUTh JHINE BIIKPHUTI iAeHTH(IKATOPH Ta
MITKY 4Yacy JJsl 3aXMCTy BiJl aTak MOBTOPHOTIO BiATBOpeHHsA. HacTymHMM KpPOKOM BHMKOHYETHCS
nporenypa OOMiHY KiI0O4aMd 3 BHKOpUCTaHHAM npotokosry ECDH, mo mo3Boisisie cTropoHam
chopMyBaTu CHIBHUM ceciiiHuii cexpeT Oe3 Horo nepenayi y Binkputomy Burisai. Ha 6a3i uporo
CEKpeTy IHILIIOEThCS €Tal MepeBIpKH aBTEHTUYHOCTI, /1€ HUI03 BepU]iKye MUPPOBHH BiIOMTOK
MPUCTPOIO, 31CTABIAIOYM Horo 3 0a3zoro A03BosieHUX MpodimiB y sapi Mepexi. Ilicns ycmimHoi
aBTeHTH(iKalii BiIOyBaeThCsl (HOPMYBaHHS 3axXHUILEHOIO TYHENIO, J€ BECh BHUXIAHUH Tpadik
mmdpyeTbes cumeTpuyHuM anroputMoM AES-128, a iinicHICTh akeTiB KOHTPOIIOEThCS Yepe3 KOoAu
ayrentudikanii nosigmomsens (MAC). IlapanenbHo 3 mepenayero JaHUX AKTUBYETHCS (YyHKLIS
Oe3repepBHOTO MOHITOPHHTY TpadiKy, fKa aHalli3ye MeTaJaHi MakeTiB Ha MpeAMET aHOMalliH, 110
MOXYTh CBIIYMTH IPO CIIPoOU 3710My 200 1H(IKYBaHHS MPUCTPOIO OOTHETOM.

JlonatkoBuil piBeHb HAAIMHOCTI B po3poOiieHill Mopeni 3abe3neuyeTbcs BIPOBAHKEHHSIM
texHonorii Network Slicing, sxka 103BoJsi€ BipTyaldbHO PO3AUIUTH (Qi3UUHy 1HGPACTPYKTYpy Ha
i3ompoBaHi  JoriuHi cermMeHTH. Ilpomec i3omamii  Tpadiky Oa3yeTbcsi Ha BUKOPHCTaHHI
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inentudikaropiB NSSAI (Network Slice Selection Assistance Information), siki MapKyIOTh MaKeTH
Bix pi3HMX Tpyn loT-By3niB mie Ha erami BXOMYy B MEPEXKY. 3aBISKH IbOMY Tpadik KPpUTHYHO
BO)KJIMBUX JATYMKIB, HAIIPHUKIIA] CUCTEM IOKEKHOI O€3MEeKH, MapIIPYTU3YEThCS Yepe3 BHUIIICHHIMA
CIIa¥ic i3 MPIOPUTETHUMH IOJITUKAMH OE3IEeKH Ta rapaHTOBAHOK CMYTOIO MPOITyCKaHHs, OyaydH
MOBHICTIO BiJOKPEMJICHUM BiJl CJIalicy MacOBUX MOOYTOBUX MPUCTPOiB. Taka apXiTeKTypa rapaHrye,
0 TMOTEHIIHAa YycmimHa kioepataka abo DDoS-akTHBHICTE B OJHOMY CETMEHTI Mepexi
JIOKAJI3y€eThCSI B MEXKax IIbOTO CIIAlCy 1 HE BIUIMBA€ HA MPAIE3aTHICTh Ta 3aXUIICHICTh 1HIIMX
KOMYHIKAI[IHHUX KaHaJIiB CHCTEMH.

4. Aaroputm aBreHTH(dikanii loT-npucTpoiB Ha ocHOBI KpuNTOrpadivyHUX BiAOUTKIB

KirouoBUM ~ e€eMEeHTOM  3alpoIllOHOBAHOI CHUCTEMM 3aXHUCTy € po3poOiieHuit MeTon
OarartopiBHEBOi aBTeHTHU(}IKAIIi1, AKUH BUpilIye mpodieMy 0OMEKEHHX OOYMCIIOBATBHUX PECYPCIB
NUBSIXOM 3aMIHM TPATUIlIMHUX BakKKoBaroBux ceprudikarie X.509 Ha TexHoJOTiI0 IU(POBUX
BinoutkiB mpuctporo (Device Fingerprinting). B ocHOBy MeTomy IOKJIAJIEHO BHKOPUCTAHHS
YHIKaJIbHHUX amapaTHUX 1HBapiaHTiB — ¢izuyHO HekIoHoBaHuX (yHkuid (PUF), no sxux Hamexarb
CepiiHi HOMEpH MIKPOKOHTpOJepiB, chenudiuyHi 3aTpUMKHA 3BEpHEHHS JO TaMm sTi Ta
XapaKTEePUCTUKH TAKTOBOTo reHeparopa. Lli mapameTpu € HE3MIHHUMHU TSI KO)KHOTO KOHKPETHOTO
eK3eMILIsIpa o0JIaTHAHHS, IO JT03BOJISIE COPMYBATH YHIKAIBHUH ineHTH(IKATOp 03 He0OX1THOCTI
30epiraHHsi CEKPETHUX KJIIOUIB y €HEePro3ajiekHiid mam’sTi, ska Moxke OyTH CKOMIIPOMETOBaHa Mpu
Gbi3MYHOMY JOCTYII 10 CeHcopa.

Anroput™ (YHKITIOHYE 3a YiTKO BH3HAYEHOIO MOCIIJIOBHICTIO €TamiB, MOYMHAIOYH 3 TeHepaii
BiONTKa Oe3nocepenuabo Ha loT-By3mi mijx gac inimiamzarii cecii (puc. 3). [Ipuctpiit 3untye HaGIp
arapaTHUX MapaMeTpiB, KOHKATEHY€E iX 13 BHUIIAJKOBUM YHCIOM (honce) AJis 3amoOiraHHs aTakam
MTOBTOPHOTO BIATBOPEHHS Ta 0OpOOIsiE OTPUMAaHWN MAacuB 3a JOIOMOTOIO JIETKOT XemI-QyHKIIii
(manpukian, SHA-256 abo BLAKE2s). Otpumanuii xemi-koj] BACTyIIa€ B pOJIi AMHAMIYHOTO TOKEHA
noctymy. Hacrymamm eramom € mepenada copmoBaHOro BimOWTKa 10 siApa mepexi 5G depes
3axunieHuid kaHan. Ha croponi cepBepa aBrentudikanii (AUSF — Authentication Server Function)
OTPUMAaHUM BIJOUTOK TOPIBHIOETHCS 3 €TAJOHHUM MpodisieM («30710TUM 00pa3om»), SKUi OyB
CTBOPEHUH IiJ] Yac MEPBUHHOT peecTpallii MPUCTPOIO B CUCTEMI. SIKIIO BIIXUJICHHS MapaMeTpiB He
MEPEBUIIYE BCTAHOBJIEHOTO MOPOTOBOTO 3HAYEHHSI, TPUCTPIN BBAKAETHCS JETITUMHUM, 1 JJI1 HHOTO
TeHEePYETHCS TUMYACOBUN CECIHUI KITFOU.

[TpakTruHa peanizalis JaHOTO aIrOpUTMy Nependadyae Horo IHTErpalio B ICHYIOUYl POTOKOIH
npukiaaHoro piBHs, Taki sk MQTT ta CoAP, 6e3 nopyuieHHs iXHbOI cTaHAApTHOI CTPYKTYpH. s
npotokory MQTT 3anmpomoHoBaHo BukopuctanHs po3ummpeHb y mnakeri CONNECT, ne
KpUnTorpadiuHuil BiIOMTOK PO3MIILY€ETHCS Y MOl KOPUCHOTO HAaBaHTAXEHHS a0o0 y creniaibHO
BHJIUIEHOMY KOpHcTyBambkoMy BiacTuBocTi (User Property) 3aromoBka Bepcii 5.0. YV Bumaaky
BUKopHucTaHHs npotokoidy CoAP, imenTudikarop iHTerpyerbcs sk noaarkoBa omiis (Option) y
3arojoBKy 3anuTy. Takuil MeTos 3a0e3nedye npo30picTh MPOLECY aBTEHTU(IKALIT I TPOMIXKHOTO
oOnajiHaHHA Ta JI03BOJSIE YHUKHYTH 3HAaYHOTO OBEpXeNy, OCKUIBKM pO3Mip JONATKOBUX JaHHMX
CTaHOBMTb JIMILIE KIJIbKA I€CATKIB OAWTIB, 110 KpUTUYHO BAXKJIMBO AJIs By3bKOCMYTOBUX KaHamiB [oT.

5. Moje/il0oBaHHS Ta eKCIIEPUMEHTAJIbHI J0CTiZKeHHS

Jns Bepudikaiii TEOPETHYHHX TMOJOKEHh Ta OIIHKH €()EKTHBHOCTI PO3POOJIICHOI CHCTEMH
3aXUCTy Oyno TMPOBENEHO KOMIUIEKCHE iMiTalliiHe MojemtoBaHHsS B cepenoBuili MATLAB 3
BUKOpucTaHHAM makery Simulink Ta 616mioreku 5G Toolbox. ExcnepumeHTanbHHI CTEH
BIITBOPIOBAB apXITEKTypy B3aeMoii MiX kiactepoM rereporeHHux loT-mpuctpois, mumro3oM
arperariii Ta eMyJIb0BaHUM SIPOM MEPEXI, 10 TO3BOJIUIIO JOCITIIUTH IMMOBEIIHKY CHCTEMHU B YMOBAX,
HAOIMKEHUX /10 PeasIbHUX. Y XOJ11 eKCIIEPUMEHTY POBOAMBCS MOPIBHSIBHUN aHaII3 IBOX CII€HapiiB:
MepILIOro, A€ BUKOPUCTOBYBaBCs 0a30BUil cTek mpoTtokoiniB (crannaptauid DTLS 13 ceptudikaramu
X.509 ta mumdppyBanusm RSA), ta apyroro, ne Oyso iMIJIEMEHTOBAHO 3allpONOHOBAHUN METO[ 13
riopuaaum  mudpyBanHiM AES-128/ECC Ta aBreHTH(iKali€o 3a IUPPOBUMHU BiIOUTKAMH.
OCHOBHUMH METpPHKAaMHU JUIs MOPIBHSHHS CIYTyBajdM 4Yac BCTAHOBJIEHHS 3aXHUIIEHOTO 3’ €IHAHHS
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(handshake), 3arpumMka mpu 06poOITi MAKETIB, yTHIII3AIlis OOUYHUCITIOBAILHUX PECYPCIB Ta KOS(IIi€HT
BTpat nakeTiB (PLR) mpu pizHOMy HaBaHTa)KeHHI Ha KaHaI.
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Puc. 3. Anroputm aBrenTudikanii loT-npuctpoiB Ha 0CHOBI KpunTorpadivHUX BiIOUTKIB

Pesynpratn MonenmoBaHHs, OTPUMaHI MPH BapifOBaHHI KUTBKOCTI akTHBHHUX By3JiB Big 100 mo
1000 onmuHMUIE, TPOAEMOHCTPYBAIH CYTTEBY IEepeBary 3alpoOIIOHOBAHOTO METOAY HaJl iCHYIOUUMU
CTaHJapTaMH. AHali3 rpadiuHuX 3aJIeKHOCTEH MOKa3aB, 110 3aMiHA PECYPCOEMHUX ACUMETPUUYHUX
QITOPUTMIB Ha ONITUMI30BaHy CXeMy OOMiHY KIIFOYaM¥ J03BOJIMIIA 3MEHIIIUTH CEPEIHIO 3aTPUMKY B
nporeci aBreHTHdikamii Ha 20-25%, 1m0 0coOIMBO BiTUYTHO B yMOBaXxX IMIKOBHX HaBaHTaXEHb Ha
Mepexy (puc. 4). Takox 3adikcoBaHO 3HMKEHHS 00UNCITIOBAIBHUX BUTPAT HAa CTOpoHi loT-ipuctpoir
Ha 15%, mo mpsiMo Kopemroe 31 30UIBIIEHHSM Yacy aBTOHOMHOI poOoTH ceHcopiB. Baxiueum
pe3yJIbTaTOM CTaJa OIliHKa CTIMKOCTI 70 KibepaTak: il 9ac CUMYJIALIT CIIEHap1iB MAaCOBaHMX 3aITUTIB
Ta crpo0d MiAMIHM MPHUCTPOIB, 3alPOMIOHOBAHE pillleHHs, 3aBAsSku MexaHi3MaMm Network Slicing Ta
MepeBipll amapaTHUX IHBapilaHTIB, MPOAEMOHCTPYBAJIO MIABUIIEHHS CTiiikocTi cuctemu Ha 30%
MOPIBHSAHO 3 6a30BUMHU METOIAMH 3aXHUCTY.

AHai3 oTpuMaHux rpadivyHuX 3aJeKHOCTEH (puUC. 4) T03BOJISE€ 3pOOUTH BUCHOBOK TIPO CYTTEBY
repeBary 3ampornoHOBAHOTO METOMY Haa TPaaulliiHUMH pimeHHsMU. Sk BugHO 3 rpadika (a),
6a3oBuii crek mpotokoni (DTLS + RSA + X.509) nemoHcTpye pi3ke 3pOCTaHHS YaCOBUX 3aTPUMOK
npy 301IBIIEHH] KUTBKOCTI MIJKIIOYEHUX NPUCTPOIB. Lle MosCHIOEThCS BUCOKOIO OOUMCITIOBATBHOIO
CKJIQJIHICTIO omeparliii 3 ceptudikaramu X.509 ta acumerpuanuM mmdpysarasM RSA, mo ctBoproe
e(eKT «IUISAIIKOBOTO TOpJIEYKa» Ha eTari pyKOCTHCKaHHS. HaromicTh, po3poOneHuit MeTon, mio
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0a3yerbcst Ha Ti0puHin cxeMi (AES-128/ECC) ta texnomorii Device Fingerprinting, moka3ye O11b1I

MIOJIOTY KPUBY 3pOCTaHHs, 3a0€3Meuyrou 3HMKEHHs CepeHbOi 3aTpUMKH aBTeHTHU]iKawii Ha 20—
25%.

700
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Puc. 4. Pe3ynpratu nopiBHSIBHOTO aHai3y €()EeKTUBHOCTI po3poliieHoro Meroay 3axucty (AES-
128/ECC + Device Fingerprinting) Ta 6a3oBoro nporokony (DTLS + RSA + X.509): a) 3anexHicTh
CepeHbOT 3aTPUMKH aBTeHTHU(IKaIli]l Bl KUTbKOCTI IPUCTPOIB; 0) MOPIBHAHHS €HEProCIOKUBaHHS
Ha eTarax BCTAHOBJICHHS 3’ €/IHAHHS; B) IMHAMIKa IIPOITYCKHOI 3/1aTHOCTI KaHaJTy MpH 30UIbIIEHH]

HaBaHTAXXEHHS; T') CTiMKICcTh 70 BTpar nakeTiB (PDR) B ymoBax DDoS-araku

Hiarpama eneproedekTuBHOCTI (0) MATBEPKYE, 1110 OCHOBHA EKOHOMISI PECYPCIB JI0CATAETHCS
caMme Ha eTarax iHimiamizamii cecii Ta mudpyBaHHs, A€ BIIMOBa BiJl epeAadl BaXKUX cepTU(IKaTIB
JI03BOJIMJIA 3HU3UTH E€HEProClOKUBaHHA Maibke BABIYi. I'padik (B) UItOCTpye BIUIMB TEXHOJIOT{
Network Slicing: mpu 3pocTanHi BXigZHOro TpadiKy 3alpolOHOBaHA CHUCTEMa JOBIIE YTPUMYE
CTaOlIbHY TPOITYCKHY 3/1aTHICTh, YHUKAIOUU TEPEBAHTAKEHb, XapaKTEPHUX JUIT HECETMEHTOBAHUX
Mepesk. Hapernri, 3anexxHicTh (T') 1eMOHCTPYE MiJBUILIEHY CTIHKICTh CHCTEMH JI0 KiOepaTak: B yMOBaxX
imiToBanoi DDoS-araku 6a30Buii IPOTOKON IMIBUIKO BTpadae 3[4aTHICTh JocTaBisaTH maketu (PDR
najae 0 Hynsd), TOAl AK Meron (imprpaimii 3a IUPPOBUMM BiAOWTKAMM J03BOJIsiE€ 30epiratu
MpaLe3JaTHICTh KaHaly HaBiTh IPU BUCOKIN 1HTEHCUBHOCTI 3JJOBMUCHHUX 3aIIUTIB.

BucHoBku

Y po6oTi BHpIIIEHO aKTyalbHY HAyKOBO-TIPHKJIQJHY MpoOiemMy 3a0e3ledeHHs] 3aXUIIEHOTO
oominy manumu Juist loT-ipuctpoiB y Mepeskax 1’ sToro mokoiHHsA. Ha 0CHOBI IpoBeIeHOTO aHai3y
3arpo3 Ta 0OMeKeHb ICHYIOUHX MPOTOKOJIB PO3POOICHO KOMIUIEKCHUN METO/I, 110 MOETHYE T10puaHe
mudpyBaHHs, aBTeHTU(DIKAII0 32 UPPOBUMHU BiIOUTKAMH Ta TEXHOJIOT1I0 MEPEXKEBOI CErMeHTallli.
TeopeTnyHO OOTPYHTOBAHO Ta EKCIIEPUMEHTAILHO MIATBEPIKEHO €(EKTHBHICTH 3alpOMOHOBAHOL
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apXITEKTYypH, SIKa JO3BOJISE JTOCATTH KOMIIPOMICY MK BUCOKHMM PIBHEM O€3MEKH Ta OOMEKEHUMU
OOUYUCITIOBAIPHUMH PECypcaMy KiHLEBUX MPUCTPOIB.

PesynpraTn MoaentOBaHHS 3aCBIAYMIN, IO BOPOBAKEHHS PO3POOJICHOTO alTOPUTMY J03BOJISIE
3MEHIIUTH 3aTPUMKH TPU BCTAHOBJICHHI 3’ € qHaHHs Ha 20—25% Ta 3HU3UTH 00YHCITIOBAIBLHI BUTPATH
Ha 15% mopiBHAHO 3 TpamuliiHUMU MetonamMu Ha 0a3i PKI, mo € KpUTHYHO Ba)JIMBHM IS
aBTOHOMHHMX CEHCOPIB. 3aBIsiku BUKopucTanHio Network Slicing Ta anapaTHUX iHBapiaHTIB CTIHKICTh
CHCTEMH J0 KOMOIHOBAaHMX aTak, BKJIIOYArOuM miaMiny npuctpois Ta DDoS, migsummuiace Ha 30%.
OTpumani pe3ynbTaTd CTBOPIOIOTH MIAIPYHTS s TOOYyAOBM HAAIMHUX Ta MacmTabOBaHUX
KOMYHIKallIlHUX MepexX g moTped "posymuux wmict" Ta Iamycrpii 4.0, rapanTyioun
KOH(1ACHIIMHICTh Ta IMUIICHICTh JAHUX Y TE€TEPOreHHOMY cepenoButi 5SG.
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