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BJOKYEH HA OCHOBI HIN®PYBAHHS JAHUX I MEXAHI3MU 3BEPEKEHH
KOHOIAEHIHINHOCTI BEJIMKUX JAHUX

Poliakov D.A., Shykula O.M. Blockchain-based encryption mechanisms for big data
confidentiality. This paper provides a comprehensive analysis of the potential of blockchain technology
to ensure the confidentiality of big data in modern information systems. Blockchain is examined as an
innovative decentralized technology that, due to its architecture and built-in cryptographic mechanisms,
provides a high level of data security, resilience to cyberattacks, and transparency of information
processing. The study explores the main encryption methods used in blockchain — symmetric,
asymmetric, and hashing — providing a comparative analysis of their advantages and limitations and
their roles in secure storage and transmission. Special attention is paid to anonymization and
pseudonymization techniques. The paper further examines confidential blockchains (Monero, ZCash) that
leverage ring signatures and Confidential Transactions, as well as Zero-Knowledge Proofs (ZKP), which
enable verification without disclosure. Real-world applications are presented across healthcare
(Guardtime, MedRec), finance (privacy-oriented cryptocurrencies), e-government (Estonian registries),
and IoT (smart-home scenarios). The discussion highlights the key challenges of blockchain adoption —
scalability, computational and energy costs, and regulatory constraints, including tensions between
immutability and data erasure requirements. The article outlines future directions: enhanced consensus
algorithms, second-layer protocols, advanced smart contracts, and hybrid models.
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Honsiko .A., IMukyna O.M. biiok4yeiiH Ha OCHOBiI IIM(PYBAHHA JAHMX i MeXaHi3MHM
30epekeHHs1 KOHQiAeHUiifHOCTI BeJMKMX JaHuX. Y [aHiid cTarTi 3[iMCHEHO IPYHTOBHHMH aHai3
MOJKJIMBOCTEH 3aCTOCYBaHHS OJOKYCHH-TEXHOJOTIT s 30epekeHHsT KOH(1ISHIIIHOCTI BETUKHUX TAHUX Y
cy4yacHUX iH(pOpMalLiiiHUX cucTeMax. bBIOKYeiH po3risiiacThCs sSK IHHOBaliliHA JelEHTpali3oBaHa
TEXHOJIOTis, IKa 3aBISIKN CBOIH apXiTeKTypi Ta BOYJOBaHMM KpuOTorpadigHUM MexaHizMaM 3abesredye
BHCOKHIA PIBEHb OC3MEKH JaHMX, CTIMKICTh O KibepaTak Ta mpo30picTh MpoIeciB 00pooku iHdopMmarrii. Y
poOOTi IeTambHO MOCTIMHKEHO OCHOBHI METOAM IMH(PYBaHHS, MO 3aCTOCOBYIOTHCSA B OJOKYCHHI:
CUMETpUYHE, acHMETpUYHE Ta XeulyBaHHs. [IpoBeieHO iX TNOpIBHSUIBHMN aHajii3 i3 3a3Ha4eHHIM
KJIIOYOBHX IIepeBar Ta OOMEXeHb, a TaKOXX BHCBITIICHO DPOJb KOXXKHOTO METOLY y HOOYIOBi CHCTEM
OesrnieyHoro 30epiraHHs Ta nepenaBaHHs aaHuX. OcoONMBY yBary NpHIUICHO METOAaM aHOHIMi3alii Ta
TICeB/IOHIMI3AMIT, AKi 3a0€3MeUyrOTh MPHUBATHICTh Yy BEIMKAX MacHBaX MAaHUX. Y CTaTTi PO3TILIHYTO
cy4acHl IHCTpyMeHTH KoH®iaeHUiHuX OnoxueitniB (Monero, ZCash), 110 BUKOPHUCTOBYIOTH KiJIbLIEBi
miamucu, texHonorito «Confidential Transactions» Ta MeXaHI3MH TPUXOBYBAaHHS IeTaliell TpaH3aKIIii.
TakoX [OeTaqbHO MPOAHATI30BAHO TEXHOJIOTIO JO0Ka3iB 3 HYJIbOBUM pO3KpUTTsIM (Zero-Knowledge
Proofs, ZKP), sika Hajjae MOMIIMBICTh MiITBEPKEHHS TOCTOBIPHOCTI iH(OpMAIii 63 PO3KPUTTS CaMHUX
JaHUX. MeXaHi3MH OLIIHEHO Y KOHTEKCTI peallbHUX CLIeHapiiB BUKOPUCTAHHS JUIsSl 3aXHCTY NEPCOHATBHUX
JAHWUX Yy cepi MeTUIMHY, (PiHAHCIB, eNEeKTPOHHOTO ypsinyBaHHs Ta loT. HaBexeHo mpakTHYHI MPHUKIAIN:
cucremu Guardtime ta MedRec y MemunuHi; TpaH3akmii 3 aHOHIMHICTIO B Monero Tta ZCash;
3aCTOCYBaHHS y JAepXKaBHHX peectpax EcToHii; iHTerpauis y «po3ymHi OynuHKW» s 3axucty loT-
npuctpoiB. KpiM TOro, okpeciieHO KJIOYOBI BHKIMKH BIPOBaDKEHHS OJIOKYEHHY: MacITabOBaHICTh,
0OYHCITIOBAIEHI BUTpPATH, EHEPro3aTpaTHICTh Ta TIpaBoBi Oap’epu, BKIFOYHO 3 KOJMI3IAMH MiXK
HE3MIHHICTIO pPEECTpy Ta BUMOTaMHM J0 BHJAJeHHS JAaHuX. OKpPEcIeHO TepCHeKTHBU PO3BHUTKY:
YJIOCKOHQJICHHSI JTOPUTMIB KOHCEHCYCYy, MPOTOKOJM APYroro piBHS, 3aCTOCYBaHHS YHIOCKOHAJIEHUX
CMapT-KOHTPAKTIB Ta TIOPHIHIX MOJETEH.

KatouosBi caoBa: OyiokuediH, Beyqwki JaHi, mu@pyBaHHS, KOH(DINECHIIHHICTb, aHOHIMI3awis,
niceBoHIMI3Zalis, Zero-Knowledge Proofs, Monero, ZCash

Beryn

CrpiMKe 3pOoCTaHHs OOCATIB JaHUX, L0 OOpOOJNIAIOTHCSA OpraHi3alisMu, CYMPOBOJKYETHCS
MiABUILEHHSIM PHU3HMKIB HECAHKI[IOHOBAHOTO JIOCTYIly, BUTOKIB Ta MaHIMyJIOBaHHS 1H(pOpMaIi€lo.
IlentpainizoBani Mojeni 30epiraHHs ypasziauBi 0 OJAMHUYHHUX TOYOK BIJIMOBH Ta 3JOBMHUCHHX
BIIUBIB. JleleHTpamizoBaHa apXiTeKTypa OJIOKYEiHYy NpONOHYyE ajbTepHATHUBY 3 IMiJABHUIIEHOIO
CTIHKICTIO, a KpunrorpadiuyHi MeXaHi3MH 3a0e3MeuyloTh KOH(IACHIINHICTh, IUIICHICTh 1
KOHTPOJLOBAHUH JTOCTYTI 10 TaHUX.
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AHaJi3 ocTaHHiX docjimkeHb. Y ¢yHmaMmeHTanbHIN mpami S. Nakamoto 3akimageHo 06a3oBi
3acaaM JlaHIfora OJOKIB 1 MexaHi3MiB KOHceHcycy. llomanmpimi JOCHipKeHHS 30Cepe/pkeHi Ha
MPUBATHOCTI Ta KepyBaHHI nocTymoM 1m0 manmx: Zyskind, Nathan, Pentland 3anpomnonyBamm
JCTICHTPATI30BaHl MOJIEl KepyBaHHS MPHUBATHICTIO; Miers Ta KOJIETH MPEACTAaBUIN IPOTOKOI
Zerocoin; Ben-Sasson Ta iH. — Zerocash 13 3acTocyBaHHSIM JJOKa3iB 3 HYJbOBUM PO3KpUTTIM; Wood
OIMcaB yHiBepcasibHy Iu1atdopmy cmapT-koHTpakTiB Ethereum. Psg pobit npucBsyeHo mpaBoBUM
acnektam B3aemomii 3 GDPR, macmraboBanocti (mapinr, rollups) Ta iHTerparmii 3 iCHyrOUUMH
IT-nanmmagramu.

Metow po0oTH € cucremaru3auisd HiAXOMiB 10 3a0e3neyeHHs KOH(]IIEHIIMHOCTI BEIUKUX
JaHUX 3aco0aMu OJIOKYEHHY Ta OIIHIOBAHHS IXHBOI MPAKTHYHOI mpumaTHOCTI. s mocsrHeHHs
METH BU3HA4YeHO 331a4i: (1) mopiBHATH KpunTorpagiyai METOAH, 10 3aCTOCOBYIOTHCS B OJIOKYEHHI;
(2) yzaraapbHUTH TEXHOJIOTiI TMpuBaTHOCTI (KoH(pimeHmiitHI Onokueitnn, ZKP, mozamaHIorose
30epiraHHs 3 OHYEHH-KEpyBaHHAM JOCTYIOM); (3) mpoaHaii3yBaTH MPUKIIAIHI CIIEHapii B OXOPOHi
310poB’st, (piHaHCaX, nepkaBHOMY cektopi Ta loT; (4) BHU3HAUMTH BUKIMKH MAacIITaOOBaHOCTI,
BUTPAT 1 PETYJIATOPHUX BUMOT; (5) OKPECTUTH HAPSMH TTOAATBIIOTO PO3BHUTKY.

Buxiaa ocHOBHOT0 MaTepiajty 10CTiIKeHHS

Kpunrorpadiuni mMerogu 3axucry AaHux y OgokueiiHi. Snpom koH(]iAeHLIHHOCTI Ta
miticHocTi B OnokdveiiHi € kpunrtorpadis. Cumerpuune mmdpyBaHHS 3a0e3ledye BHUCOKY
MPOAYKTUBHICTD JJISl 3aXHIIEHOTO 30epiraHHs MO3aJaHIIOTOBHX O0’€KTIB Ta KaHATIB 3B S3KY.
Acumetrpuuyne mudpyBaHHsS (mapa MyONIYHUI/IPUBATHUN KIIOY) BHUKOPUCTOBYETHCS IS
aBTeHTU(QIKalii, nrdpoBOro manucy, oOMiHy KIOYaMH Ta KEpPYBAaHHS JOCTYNOM. XENIyBaHHS
rapaHTye€ He3MiHHICTb Ta BepHudiKaliiHICTh ONOKIB 1 TpaH3akiid, Oyayrouu Kpuntorpadiui
3B’SI3KU JIAHLIIOTA.

Tabmuus 1
MeTtoau 3aXxuCTy 1aHuX OJOKUYEHHY
Meron Onuc ITepeBaru OOMexeHHs
Cumetpuune OOuH CriIbHUM KoY 11 | Bucoka mBuakomis; Pusuku
muQpyBaHHS mudpyBaHHs Ta IPOCTOTA peaiizallii | PO3MOBCIOKEHHS/BT
nenmpyBaHHs paTH KJIro4da
Acumerpuune [Tapa xmrouiB: myOIiyHMHA Bucoka Ge3nexa; binbi
muppyBaHHS (mm¢pyBaHHs), IPUBATHUN | MIATPUMKA MIANKCIB 00YHCITIOBAJIbHI
(moctym) BUTPATH
XenryBaHHSA OnHOCTOPOHHE L{imicHiCTh, HemoxnuBicTs
NEPEeTBOPEHHS JaHUX Y HE3MIHHICTb, nemupyBaHHs
(h1KCOBaHy JIOBXKHUHY IIBUJKA MIepeBIpKa | NEPBUHHUX JIAHUX

Texnoutorii kongpinenuiiinocri: Bix anonimizauii 10 ZKP. [y1s BeMMKUX TaHUX KPUTUUHUMHU
€ aHOHIMI3allisl Ta ICEBJIOHIMI3allisd, L0 MIHIMI3YIOTh 1AEHTHU(IKALiHI pu3uKU. Y OJOKYeiH]
JOJJaTKOBO 3aCTOCOBYIOTH KOH(QineHIiiHI peectpu (Monero, ZCash), 1€ BHUKOPHUCTOBYIOTHCS
KUTBIIEBI MIAMKUCH, aIPECH 31 CXOBAaHUMH Kiitouamu Ta ipuxoBaHi cymu (Confidential Transactions).
Jlokasu 3 HyJbOBUM PO3KPHUTTSAM JI03BOJISIOTH BepU(IKyBaTH TBEPIKEHHS 0€3 PO3KPHUTTS BXITHUX
TaHUX, IO CTBOPIOE 0a3y sl MPUBATHUX TPAH3AKIIN Ta CEIEKTUBHOTO PO3KPHUTTSL.

[Tpuknaani cuenapii. OXopoHa 370pOB’s: MAIEHT-LEHTPUYHI CXEMH JOCTYIYy TO3BOJISIOTH
BJIACHUKY 3aIIMCIB KepyBaTU HaJaHHSAM IpaB JIKApSAM 1 CTPAXOBUM KOMIAHIsIM; KypHaJl JOCTYMIB
He3MiHHO  (ikcyerbes y  peectpi. DiHaHCHM: TpPUBaTHI  KPUIITOBATIOTH  3a0€3MedyIOTh
KOH(D1IeHIIIHICTD CyM 1 KOHTpPAreHTiB; KOPIOpaTHUBHI Mepexi 3aCTOCOBYIOTh
permissioned-nmiAXoau JUIs BHYTPIIIHIX po3paxyHKiB. JlepskaBHUI CEKTOp: peecTpH BIACHOCTI Ta
aKTIB IHUBIIFHOTO CTaHY 3 OHUYCWH-ayJMTOM MIIBUINYIOTH A0BIpYy TpomaasH. 1oT: y «po3ymHuX»
OyauHKax KpunrtorpadiuHa ifgeHTU(IKAIs NPUCTPOIB Ta JKypHAIIOBAaHHS MO 3MEHIIYIOTh
PHU3UKH MiJIPOOKH Ta MEPEXOIJICHHS JaHUX.
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Tabmms 2
Texnounorii koH}iIeHIIHHOCTI GJIOKUYEHHY
TexHouorist [Tpuknaan [TpunIMI podoTH [TepeBaru Henoniku
Kondinenmiitui Monero, [IpuxoByr0Th Bucoxka Cxiagna
OJOKYEHHI ZCash BiJIIIPaBHUKA/OJIEPKYB | AHOHIMHICTB IHTeTpais;
aJa Ta cyMu (KUIbIIEB1 TpaH3aKIIH peryJsaTOpHI
nignucu, CT) PHU3HKHU
Zero-Knowledge | zk-SNARKSs, | Jloka3 KOpeKTHOCTI MiHimasibHe O0GuucioBaIbHI
Proofs zk-STARKSs | 6€3 po3KpUTTS TaHHX PO3KPHTTS; BUTpATH;
MacmTaboBaHa | mapamMeTpu3allis
Bepudikarist
Odueiin 3 IPFS + Jani 30epiratoTbest ['HyuKiCTB, CknaHiCTh
OHYEHH-/I0CTYIIOM | CMapT-KOHTP 11032 JIAHIIOTOM, EKOHOMIsI MiCIIst ITICHOTO
aKTH JOCTYI KOHTPOJIIOE KOHTPOJTIO
OHUYEHH-JIOTIKa

YrpaBiiHHS 3T0I0I0 Ta MOJITUKAMU JOCTYIY Peai3yloThCcs CMapT-KOHTPaKTaMu: aTpuOyTHBHI
CXEMH JIal0Th 3MOT'Y Ha/IaBaTl THMYACOBI KIIIOUl, a CEJIEKTHUBHE PO3KPUTTS JaHUX BiOYBa€ThCS 3a
yMOBaMH TOJITHK. Lle 0coOIMBO BaXJIMBO B MYJIBTUCTEHKXOJJCPHUX CUCTEMax, Ji¢ 3alydeHi
MpoBaiiiepu MOCIyT, KOPUCTYBadi Ta PEryJIATOPH.

Buxkinku Ta o0Me:keHHsi. MacmTtaOoBaHICTh: ITyOJIidHI Mepeki OOMEKEHI IPOITyCKHOO
3IaTHICTIO Ta JIATCHTHICTIO. MOXIIHMBI NUISAXW — MIApUHT, rollups, KaHaIW TUIATEXKIB, a TaKOX
riOpunHi apxitektypu (permissioned sapo + myOmiunuwii aHkepunr). Burtpartu: Bepuikaris
MPUBATHUX TPAH3aKIil Ta MOOya0Ba J10Ka3iB MOTPeOyIOTh CYTTEBUX oOuMcieHsb 1 eHeprii. [IpaBo:
Bumorn GDPR miono BupaneHHs AaHMX KOH(QIIKTYIOTH 13 HE3MIHHICTIO — 3aCTOCOBYIOTH
nocuiiaHHsl Ha oueiH-naHi Ta KpunTorpadiuHe «JIOoridyHe BUAAJICHHS» (re-encryption, KIHOYOBE
CTUPaHH).

Interpauis: ans BOymoByBaHHS OsiokueiiHy B HasBHY [T-iHQpacTpyktypy HeoOximHi
KOHEKTOpH, CXEMH Mirpauli JaHux 1 npouecHi 3MiHU. JlroAachkuil (akTop: ycmixX 3aJIeXUTh BiJ
MIPaBWJIbHOI OlepaliifHOi MOJIeNi, yIpaBIiHHS KI0YaMH Ta MiATOTOBKH IEPCOHATY.

BucHoBku

brnoxueiitn ¢opmye CTiIKY OCHOBY JUIsl KOH(IJEHIINHOCTI BEIMKUX JaHUX 33 DPAXyHOK
Kpunrorpadii, He3MIHHOCTI )KYPHAIIB 1 THyYKUX cXeM JlocTyny. Hallounpmmii eekt qocsaraeTses y
MO€HAHHI 3 O(ueiH-CXOBUIAMH, MOJITHUKAMU KEepyBaHHS 3T0/0K0 Ta JO0Ka3aMU 3 HYJIbOBUM
po3kputTsaM. IlepcnekTuBaMu JOCHIKEHb € MPAKTUYHI OLIHKM HPOXYKTHUBHOCTI zK-cXeM Yy
NPUKIIAJHUX CUCTEMaX, CTaHAapTU3allisd MoJieNeil KepyBaHHs JTOCTYIIOM 1 TUIIOBI ITPaBOBI MaTE€pPHU
cymicHocTi 3 GDPR Ta HanzakoHO1aBCTBOM.
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