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Florov S.V., Cherkaskyi O.V., Cherkaskyi D.O., Peremetchyk D.O., Bilan M.V. Detection of
hybrid cyber attacks in electronic communication networks using Deep Learning and Integrated
Security Systems. The article presents a comprehensive approach to modeling electronic communication
networks under hybrid cyber attacks using Zero Trust principles and modern data analysis methods. The
proposed integration of rapid state-change detection and statistical thresholds with multi-level learning
based on convolutional and recurrent neural networks, autoencoders, and visual telemetry fingerprints is
discussed. It has been proven that combining sensor data, network traffic, event logs, and firmware artifacts
into a unified pipeline increases anomaly detection accuracy and reduces response latency in critical
scenarios. The study was conducted considering international standards and framework documents: the
Zero Trust Architecture by the U.S. National Institute of Standards and Technology (NIST SP 800-207),
ISO/IEC 27001 requirements for information security management systems, NIST SP 800-218 (SSDF)
secure software development recommendations, TLS 1.3 and SNMPv3 protocols, as well as the MITRE
ATT&CK methodology for describing and analyzing adversary behavior. The article shows that combining
statistical filtering methods, deep learning, and standardized security policies contributes to the creation of
new tools for security operations and event management centers. From the perspective of the digital
economy, the results support the development of resilient communication infrastructures integrated into
ecosystems of e-services, cloud platforms, and mobile applications. The proposed solutions form a practical
foundation for improving intrusion detection and risk management systems, meet the current requirements
of global markets and cyber resilience strategies, and create conditions for long-term trust in digital
technologies.
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®@aopoB C.B., Yepkacbkuii O.B., Yepkacokuii /1.0., Ilepemeruux J.0., Bbinan M.B.
BusiBjienHs riopuaHux KidepaTtak y Mepeikax eJeKTPOHHHUX KOMYHikaulii 3aco6amMu rimboxoro
HABYAHHA Ta iHTErpoBaHMX CcHCTeM Oe3MeKH. Y CTaTTi NPEACTABICHO KOMIUICKCHHMH MiAXiJx 10
MOJICTIFOBAHHSI MEPEX eNeKTPOHHUX KOMYHIKaliii B yMOBax TiOpHOHMX KiOepaTak i3 BHKOPHUCTaHHIM
NPUHLHUIIB JOBIPH HYJIBOBOTO PIBHS Ta Cy4aCHMX METOMIB aHaJi3y AaHUX. 3allpOIIOHOBAHO IHTErpallilo
IIBUJKOI TMEPEBIPKU 3MiH CTaHy ¥ CTaTHCTHYHHUX ITOPOTIB i3 OaraTOpiBHEBHMM HaBYaHHSM Ha OCHOBI
3TOPTKOBHUX 1 PEKYPCHTHUX HEHPOHHHX MeEpeX, aBTOCHKOJICPIB Ta Bi3yalbHHX BiJOWTKIB TeleMeTpil.
JloBeneHo, 1O TOEJHAHHS CEHCOPHUX PsIiB, MepexeBoro Tpadiky, »KypHaJIiB HOAId i apredakTiB
MIPOIIMBOK Y €AMHUIA KOHBEED ITiIBUIILY€ TOUHICTh BUSBJICHHS aHOMAJIN Ta 3HIKYE 3aTPUMKY pearyBaHHs
Y KPUTHYHHX CLEHapisx. JlocmipkeHHsI BUKOHAHO 3 YpaxyBaHHIM MDKHAPOAHUX CTaHAAPTIB 1 pAMKOBUX
JIOKyMEHTIB: apXiTeKTypH JOBIpH HYyJIbOBOTO piBHS 3a HallioHaJbHUM I1HCTHTYTOM CTaHIapTiB i
texnouoriit CHIA (NIST SP 800-207), Bumor ISO/IEC 27001 momo cucteM yrpaBiiHHA iH(OPMAIIHHOO
Oe3reKoro, peKoMeHalliil 13 6e3rnednoi po3pobku nporpamHoro 3adesnedyeHus NIST SP 800-218 (SSDF),
npotokouiB TLS 1.3 i SNMPv3, a rakoxx metonosnorii MITRE ATT&CK s onucy Ta aHamisy moBeIiHKA
3JIOBMUCHHKIB. Y CTaTTi MOKa3aHO, IO TOEIHAHHS METOMIB CTAaTHCTUYHOI (inbTparii, TITHOUHHOTO
HaBYaHHS Ta CTAHAAPTU30BAHUX MOJITHK Oe3MeKH crpusic JOpMyBaHHIO HOBUX IHCTPYMEHTIB JUIsl LICHTPIB
omepamnii 0e3MeKu Ta yNpaBlIiHHS MOAIAMHU. 3 MO3ULIA MU(PPOBOI EKOHOMIKH PE3yIbTaTH MiATPUMYIOTh
PO3BHUTOK CTiHKMX KOMYHIKAaiHHUX iHQPACTPYKTYp, SIKi IHTETPYIOTbCI B EKOCHCTEMH EJICKTPOHHUX
MOCITYT, XMapHHUX CEpBiCiB 1 MOOUIPHMX 3aCTOCYHKIB. 3alpOIIOHOBAHI DIllIEHHS CTaHOBIATH NPAKTHYHY
OCHOBY JUI1 YAOCKOHAJEHHS CHCTEM BHUSBJICHHS BTOPTHEHb 1 YNpPaBIiHHSI pPU3MKAaMH, BiATIOBiNalOTH
CydJaCHMM BHMOTaM IJI00AJbHHUX PHHKIB Ta CTPATETisAM KiOEpCTIMKOCTI, a TAKOXX CTBOPIOIOTH YMOBH IS
JIOBIOCTPOKOBOTO 3pOCTaHHS JIOBIPH 10 HUPPOBUX TEXHOJIOTIH.

Katouosi caoBa: riOpunni kibeparaky, MOJETIOBAaHHS MEPEX EJIEKTPOHHUX KOMYyHIKamiH,
BPa3IMBOCTI IPOTOKOJIIB, U POBA EKOHOMIKA, MIXXKHAPOHI CTAHAAPTH, YIIPABIIHHS PU3UKaMH, TITHOMHHE
HaBYaHHS
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Beryn

EnekTpoHHI KOMYHIKAIIifHI MepeXi ChOTOJIHI € KPUTHYHOK 1HPPACTPYKTYPOIO, 110 3abe3mneuye
¢dbyHKIIOHYBaHHS 1TM(DPOBOT EKOHOMIKH, JEp’)KaBHUX CEPBICiB Ta (iHaHCOBHX muatopm. BogHouac
caMe BOHHM CTalOTh TOJIOBHOIO HULTIO TiOpHIHMX KibepaTak, siKi HMO€IHYIOTh y c00i MepeeBi,
MPOIIIMBKOBI Ta COIIIOTEXHIYHI BEKTOPU BIUIMBY. Taki aTaku BiPI3HSAIOTHCS 0AraToCTYIEHEBICTIO,
BUKOPUCTaHHSAM IPUXOBAHUX METO/IIB IPOHUKHEHHS Ta €KCIUTyaTaIli€l0 BPA3IMBOCTEH MPOTOKOJIIB 1
firmware-KOMITOHEHTIB, 110 POOUTH 1X HAJ3BUYANHO CKJIAJHUMH JJIs BUSBIIEHHS CTaHAAPTHUMU
3aco0amMH 3aXHUCTY.

TpanumiitHi cuctemu BusiBiieHHs: BTopraeHb (IDS) Tta mnardopmu ynpasmiHHs iHGOpMaIii€ro i
nozisimu Oesnexu (SIEM) neMoHCTpYIOTh 00MekeHY e(eKTUBHICTD y poOOTI 3 MyJIbTHMOAAILHUMHU
MMOTOKaMH JIaHUX, SIK1 BKIIFOYAIOTh MEpeXeBUN Tpadik, )KypHaIu aBTeHTH(IKAI1, CECHCOPHI PsIIA Ta
apTedakTH NpoIMBOK. Lle MpHU3BOAUTH /0 BHUCOKOTO PiBHS XHOHOMO3WTHBHHUX CIPAllbOBYBaHb,
3aTPUMKU pearyBaHHSA Ta HEMOXJIMBOCTI a/IeKBaTHO MPOTHUIIATU CKJIAJHUM aTakaM y peajbHOMY
gaci. [IpobieMa yCKIaHIOETBCS THM, IO CYYaCHI aTaku JieAalli YacTille CIpSIMOBaHI Ha KPUTHYHI
nporokonu ympasiiHHa (3okpeMa TLS 1 SNMP), a takoxx Ha naHiioru nocrayaHus i firmware-
piBeHb, 1€ KIACH4YHI IHCTPYMEHTH MOHITOPHHTY NpakTU4HO Oe3cwii. HasBHICTH BimomMux
iHIUAeHTiB, sAKk-oT SSL  stripping ab6o Heartbleed, mnigkpecntoe cUCTeMHMIA XapakTep LHUX
Bpa3IMBOCTEH 1 MOTpedy y CTBOpPEHHI HOBUX MiAXoiB A0 Oe3neku [18; 19; 20].

OTxe, y CydyacHUX YMOBaxX BHUHHMKA€ HAyKOBO-IIPAKTHYHA 3a/iadya: pPO3POOUTH KOMILICKCHHMA
METOJ BUSBJICHHS TiOpHIHUX KiOepaTak, SIKMH OW MOE€IHYBaB CTATHCTUYHI aJTOPUTMH, TNIMOMHHE
HABYaHHS, MyJbTUMOIAJILHUM aHalli3 Ta cTaHAapTU30BaH1 MomTHKU Zero Trust. Takuii miaxig Mae
3a0e3MeUnTH TIABUIICHY TOYHICTh 1 IIBUAKICTh pearyBaHHs, 3HIDKEHHS KUIBKOCTI XHOHHMX
CHpalbOBYBaHb 1 BIAMOBIAHICTH BHMOTaM MDKHApOJHUX CTaHAApTiB iH(opMaliiiHoi Oe3mexu
(ISO/IEC 27001, NIST SP 800-207, NIST SP 800-218) [2; 15; 21].

AHaJi3 ocTaHHIX JaociaigxkeHb. Y cdepi BUABIECHHS Kibep3arpo3 MpOTATOM OCTaHHIX POKiB
CTIOCTEPITA€ThCSI CTPIMKUKA PO3BUTOK MIAXOJIB, IIO I'PYHTYIOTHCS Ha TIMOMHHOMY HaBYaHHI Ta
MYJIbTUMOJANBHINA 00poO1i naHuX. 3HAUYHUN BHECOK y (OPMYBAHHS Cy4aCHHUX METOMAIB 3poOuiia
pobota Mirsky Ta cmiBaBT., Y fKiil 3alIpOIIOHOBAHO aHCaMOJIl aBTOEHKOJAEPIB JUIsl OHJIaH-aHaNi3y
MmepekeBux aHomaniit (Kitsune) [4]. Iloganeini gochimkenHs Shone ta koner [5] miaTBepAauau
e(eKTHUBHICTb MOETHAHHS 3TOPTKOBUX 1 peKypeHTHUX HepoHHUX Mepex (CNN+LSTM) ans 3amau
knacudikaiii MepexeBoro Tpadiky.

[Hmmit nepcnekTUBHUI HampsiM npezacTasiieHo y podortax Ruff 1 cmiBaBt. [6], ne po3pobiaeHo
nigxin Deep SVDD mns oaHoknacoBoi kiacudikaiiii, IO J03BOJSE BHSBISATH aHOMalii 0e3
HEOOXIJTHOCTI BEJIUKOro o0cAry po3MiueHHX JaHuX. Jl0JaTKOBO aKTUBHO JOCIIKYIOTHCS
KoHTpacTuBHI Moneni 6e3 yuutens (SimCLR, MoCo), siki J1eMOHCTPYIOTh BUCOKHH MOTEHIANT Y
CTBOPEHHI CTIHKHX eMOeIIMHriB [ GaraToMomanbHuX 3axad [7; 8]. MimMoBipricHi MeTomm Takox
MOCIJAI0Th BaXJIMBE Miclle y cydyacHuX mijaxoaax. Tak, anroputMm Bayesian Online Change Point
Detection [9] 3acTocoByeThcs Ui (iKcalii CTPYKTYpPHHUX 3MiH Y IOTOKAX JAHUX y pealbHOMY 4acl.
Jlns moOyJOBU aAanTUBHUX MOPOTiB BUKOPUCTOBYIOThCA KBaHTWIIBHI ecki3u t-digest [10] ta KLL
[11], mo 3a0e3medytoTh BUCOKY TOYHICTh HaBiTh y BEIMKHUX MOTOKax Tenemerpii. EdexTuBHicTh
TaKUX pIIIeHb MiJACWIIOETHCS 3a PAaXyHOK METOMIB eKcTpeManbHoi Teopii 3HaueHb (EVT), sxi
3a0€3mevyr0Th poOaCTHICTh KalliOpyBaHHs OpoTiB [12].

OxpeMoi yBarum 3aciyroBYIOTh CTaHJIAPTU30BaHI MiAXOOM Ta MDKHAPOIHI PEKOMEHJAINl.
[Tapagurma Zero Trust, neransno onucana y NIST SP 800-207 [2] 1 koHIIenTyasibHO ChOpMyThOBaHA
Forrester Research [17], akTuBHO iHTerpyerscs 3 meronosorismu ISO/IEC 27001 [15] ta MITRE
ATT&CK [14]. BaxxnuBuM Opi€eHTUPOM y 3a0e3neueHHi 0e3MeKn MpoIeciB pO3POOKH 3aTHIIAETHCS
Secure Software Development Framework (SSDF) [21], sikuii Bu3Hayae BUMOTH 1O CTIHKOCTI
JIQHITIOT1B IOCTAYaHHS Ta KOHTPOJII0 firmware-KOMIOHEHTIB.

[TizcymoByrouM, MOXKHA 3a3HAYMUTH, 110 CYYaCHUI CTaH HAyKOBUX JOCIHIPKEHb CBIAYUTH PO
dbopmyBaHHST 0araTOKOMIOHEHTHOTO TMIIXOMy: TMOEAHAHHS TIMOMHHUX MOJeeH, WMOBIpHICHUX
JITOPUTMIB Ta MDKHApPOJAHUX CTaHAAPTIB CTBOPIOE (pyHIAMEHT Ui MOOYIOBH CUCTEM BHSBIICHHS
riopuaHux Kibepatak HOBOro MokomiHHs [1-21].
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IlocranoBka 3aBaaHHs. [lonpu 3Ha4HI AocATHEHHS y cdepl 3acTOCyBaHHS TITMOMHHOTO
HaBYaHHS, HMOBIPHICHUX METOMIB Ta NOMTUK Zero Trust y BusiBieHHI KiOeparak, HH3Ka
dbyHIaMeHTaNbHUX NHUTAaHb 3AJMIIAE€TbCA BiiKkpuToro. [lo-mepiie, HEIOCTATHBO AOCIIIKEHOIO €
iHTerparis pi3HOPIIHUX MOTOKIB TEJIEMETPii — MEpPEeKEBOro TpadiKy, CEHCOPHUX PsAIB, KYpPHAIIB
aBreHTH(]iKamii Ta apredakTiB MNPOIIMBOK — Yy €IWHWN KOHBeep aHamizy. CydacHi CHCTEMH
31e0UTBIIOT0 (OKYCYIOTBCS HA OJHOMY JOMEHI JaHUX, II0 OOMEKye ixXHIO e(eKTHBHICTH Yy
riOpuIHUX crieHapisax [4—6].

[To-gpyre, BIAKPUTUM 3aJMIIAETHCS THTAHHS 3HIDKEHHS KUIBKOCTI XUOHOMO3UTHBHHUX
CIpalbOBYBaHb Y MYJIBTUMOJAIBHUX apXiTEeKTypax. Bukopucranusa ancamOiiB aBTOEHKOAEpiB abo
CNN+LSTM mnokpaintye TO4HICTh [5], mpoTe HEe TapaHTye CTabiIbHOCTI poOOTH y BHPOOHHYMX
cepenoBuiax. J{oAaTkoBO MOTPeOYIOTh AOCIIIKEHHS METOIU KaliOpyBaHHS PU3UKY, 30KpeMa Ha
OCHOBI eKCTpeMalibHOi Teopii 3HaueHb (EVT), ki HOKH 1110 0OMEXEeHO IHTErpyIOThCS B iHIyCTpiabHI
pimenns [12].

[To-Tpete, 3aMUIIa€THCS HEBUPIIIICHUM 3aBIaHHS aIanTallii MmiJXx0/iB MAITMHHOT'O HABYaHHS 10
atak firmware-piBHsl Ta ClieHapiiB, 1110 MMOB’s13aH1 3 MaHimyAlisMH mpoTokoniB TLS i SNMP. Binowmi
iHMaeHTy Ha 3pa3ok SSL-downgrade un Heartbleed [18; 19] moka3yroTh, Mo ypa3auBOCTI MOXYTh
ICHyBaTH Ha piBHI peaii3allii MPOTOKOIMIB, 1 iX epeKTUBHE BUSABJICHHS MOTpPeOye HOBHUX IMOEIHAHB
METOMIB CTATUCTUYHOTO 1 TTMOMHHOTO aHaJIi3y.

[To-uerBepre, iHTerpauis pociuimpkeHb y mnpaktuky SOC 1 SIEM Bumarae cTBOpeHHS
YHIBepCaJIbHUX CXEM B3a€MOIii 3 MDDKHApOIHUMHU cTaHnapTamu, 3okpema ISO/IEC 27001, NIST SP
800-207 ta SSDF [2; 15; 21]. [lonpu HasBHICTH METOOJIOTIYHOI 0a3u, HEAOCTATHLO PO3POOIICHO
NPaKTUYHI 1HCTPYMEHTH, SIKi O OJHOYACHO BIANOBiZaTM BUMOraMm KiGepcriiikocti Ta Oy
MPUIATHUMU 10 MacIITaOHOTO BITPOBAKEHHSI.

Takum 49mHOM, TOTpeOy€e BHUPINICHHS KOMIUIEKC 3aBlIaHb: (OpPMYBaHHS  €IMHOTO
MYJIbTUMOJIATILHOTO KOHBEEpa 300py Ta 0OpOoOKHM JaHMX, 3HMXKEHHS PiBHSA XMOHHUX CIPaIlbOBYBaHb,
ajanTamis MeToliB a0 firmware-ciieHapiiB, a TaKoX IHTETpamis pe3yJbTaTiB y CTaHAapTU30BaHi
MIPOLIECH YIIpaBIiHHS iHPOpPMAIiiTHOIO Oe3MeKOolo.

MeTtorw po6oTH € po3poOKka Ta Bepudikailisi MyJIbTHMOIATFHOT CXEMH BUSBJICHHS T10pUIHUX
ki0epaTak y Mepexax eJIeKTPOHHMX KOMYHIKAIlii, fka MO€AHy€e CTATUCTUYHI METOAM Ta MOAENI
INIMOMHHOTO HaBYaHHS, IHTETPY€EThCS 3 MOJITHKOI Zero Trust 1 BIANOBIIa€ BUMOraM MIXHapOJIHUX
cTaHIapTiB iH(opMaliifHOT Oe3neku. Y Mexax 1iei MeTu nependadaeThes moOyaoBa KOHBeEpa 300Dy,
yHiQiKalii Ta nonepeaHboi 0OpOOKH TeNeMeTpii 3 PISHOPILAHUX JIKEPEN, CTBOPEHHSI «BPOIKEHOT0»
mapy MmBHMAKOT (inpTpamii aHoMmanii Ha OCHOBI CTAaTUCTUYHHUX aJITOPUTMIB, pO3poOKa
«amantuBHOrO» mapy anamizy 3a gomomororo CNN+LSTM, AE+LSTM 1 camoHaBYaJIbHUX
MoJiesiel, BUKOPUCTaHHS METOJIB €KCTpeMalbHOI Teopil 3Ha4yeHb JUId KaniOpyBaHHsS PU3HMKY Ta
3MEHILIEHHS KIJIbKOCTI XMOHOIO3UTUBHUX CIIPallbOBYBaHb, a TaKOX IHTErpamis po3poOieHoi
apxitektypu B iHOpacTpykTypy SOC Ta SIEM 3 ypaxyBaHHSM MDKHapOAHMX CTaHAAPTIB 1
3a0e3neueHHsIM aBTOMaTH30BaHOTO pearyBaHHs Ha BUSBIICHI 3arpO3H.

Bukiaa ocHOBHOI0O MaTepiajy 10CTiKeHHS

MeTtopmosorisi. MetogonoriyHa OCHOBA JOCHIKEHHS BU3HAYa€ThCcs HEOOXIAHICTIO iHTErpartii
CTAaTUCTUYHHX aJTOPUTMIB, TTTMOMHHOTO HaBYaHHS Ta MOMTHK Zero Trust ajist 3a06e3nedeH st CTiKol
poboTtu cuctem BusiBieHHs BToprHeHb (IDS) i1 miardopm ynpaBmiHHA iHGOpPMAL€ Ta MOAISIMU
oesnieku (SIEM) y ribpuanux cepemoBumax [2, 14, 16]. Pozsutok SSL Tta SNMP-npotokornis
MOKa3aB HAasBHICTh HU3KH KPUTHYHUX ypaziauBocTei [18—20], mo morpeOyroTh BpaxyBaHHS MpU
MIPOEKTYBAHHI METOAIB (uibTpamii i aHamizy. HaykoBi miixoau oCTaHHIX POKIB, 30KpemMa aHcamMOIIi
aBtoenkoziepiB (Kitsune) [4], CNN+LSTM [5], Deep SVDD [6], a Takoxx iMOBipHICHI METOIU
BOCPD [9], t-digest 1 KLL [10, 11], moBenu edeKTHBHICTH TpH POOOTI 3 MOTOKOBHMH Ta
MYJIBTUMO/IAJIbHUMU JTAHUMHU. 3Ba)Kaloud Ha 111 BUKJIHMKH, pO3aia «MeToan» CIpsSMOBAHUN Ha OMHC
CUCTEMAaTU30BaHOIO MIAXOAY: BiJ 300py Ta HopMauli3alii TenemeTpii 10 GopMyBaHHS IBO30OHHOI
apxiTeKTypH («BpPODKCHUI» Ta «amanTUBHU» map), BukopuctanHds CNN+LSTM ta AE+LSTM,
¢y3ii pusuky 3 EVT-kamiOpyBaHHsIM 1 onTUMI3AIlT pO3MOALTY 3aXUCHUX A1 [6, 12]. Takuii kKoMIuIeKkc
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J03BOJISIE TIOEHATH IIBHUJIKI Peakilii Ha PiBHI KBAaHTHUJIBHUX IMOBIPHICHHUX MOJCNEH 13 TIIMOOKHM
HaBYaHHSM, 110 TiABHIY€ €(PEKTUBHICTh y CclieHapisx firmware-arak i MyJbTHKaHAJIBHUX BTOPTHEHb
[1, 13, 21].

Jlxepeno naHux oXOIuTioe: (1) MepekeBi MOTOKHU Ta KypHAJIH aBTeHTU(IKaIii; (i1) CeHCOpHI psAaAn
MoOUThbHUX BY3JiB (GPS, Momy:ni akcenepomeTpiB 1 ripockomiB); (iii) apTedakTH MPOIIUBOK 1 boot-
noriB. BikHa qaHux GOpMYyIOTHCSI KOB3HHM cItocobom TpuBaiicTio 5-10 ¢ i3 mepekputrtsaim 50%, 1o
3a0e3nevy€e YyTIMBICTh O IIBUJIKHX 3MIH 1 CTaJICTh OMMIHOK. J[7s iHBapiaHTHOCTI 1O OpieHTaIlii
3aCTOCOBYEMO KBAaTEpPHIOHHE BHPIBHIOBAHHS BEKTOPIB MPHUCKOPEHHS Ta KyTOBUX IIBHUIKOCTEH;
ammutitTyau |a(t)| 1 |w(t)| HopMai3yroThCst Z-SCore OKpeMO 10 KOKHOMY IpucTporo. lami Oymyemo
4aCcOBO-4aCTOTHI MPECTABICHHS 3a IOTIOMOT0I0 TUCKPETHOTO nepeTBopeHHs Dyp’e HA KOPOTKOMY
BikHI (STFT) mna momymB mpuckopeHHs, a Takok (opmyemo obpasu Byte2Image posmipom
64Xx64X 1 nugxoM no6aTOBOTO PO3rOpTaHHS CUPHX JIAaHUX Y PACTPOBE MOJIE IHTEHCUBHOCTEH.

«Bpomxennii» map BUKOHYE MIBHIIKI PEAKIIii: aalTUBHI MTOPOTH 32 OHJIIAHHOBUMH KBAHTHIISIMU
(t-digest/KLL) [10, 11], BusBnenns 3min crany (CUSUM/BOCPD) [9] i mpocTi momituku Zero Trust
(reoeHcuHr, OJIOKYBaHHS Bpa3IMBUX PEXKHUMIB MPOTOKOIIB). DPOpMyrOThCS 0a30Bi CKOPUHTU
Srule(t) 1 iHITUKaTOpH npeidy. «ATaNTUBHUID IIap BUKOPHCTOBYE MOMHHI Mojenmi: (a) 1D-
CNN+LSTM pas |a|, |w|; (b) 2D-CNN ans cnektporpam; (c¢) 2D-CNN mis Byte2Image; (d)
oe3normsaaai emOeymarH 3a cxemamu SImCLR/MoCo [7, 8] 1 omgHokmacoi nerektopu (Deep
SVDD) [6]. Bci abpesiamypu po3kpumo npu nepuiomy 32a0y8anHi: CUCTEMA BUSBICHHS BTOPTHEHb
(Intrusion Detection System, IDS), cuctema kepyBaHHs iHpOpMaIli€ro Ta o aissMu O6e3mnexu (Security
Information and Event Management, SIEM), nonituka Hynb0Boi noBipu (Zero Trust), mpoToko
3axXUIleHoro cokeT-kaHany (Secure Sockets Layer, SSL), mpocTuii mpoTOKOJ KEpYBaHHS MEPEKEIO
(Simple Network Management Protocol, SNMP), 3roptkoBa HeliponHa mepexa (Convolutional
Neural Network, CNN), noBra kopotkoyacHa mam’site (Long Short-Term Memory, LSTM),
aBToeHkojiep (Autoencoder, AE).

®y3ia pusuky ta EVT-kaniopyBannsa. Hexail s,,(t) — HOpMOBaHI CKOpPMHTH Bif m -Toi
MOJIAILHOCTI HA MOMEHT 4acy t, a ., (t) — Baru, 1o 3ajexarh BiJl KOHTEKCTY (AKICTh CHTHAITy, CTaH
MepexKi, 10BIpa 10 ceHcopa). BuzHaunmo He kaniOpoBaHUi IHTErpaIbHUI CKOPUHT 3arpo3u S:

M

S¢ = Z am(t)sm(t), am(t) — exp(gm(KOHTeKCTt))

m=1 Yil, exp (gj(KOHTeKCTt))

Jlns poOacTHOrO BCTAHOBJICHHSI MOPOTIB y KOB3HOMY BIKHI 3aCTOCOBYEMO Yy3arajlbHEHUN
posmnoxin ITapero (Generalized Pareto Distribution, GPD) [12]. Hexait X — BumaakoBa 3mMiHHa, 1110
OIKCY€E HAIUIUIIKUA HaJ MOporoM u. ToJli yMOBHA HMOBIPHICTb MEPEBUILICHHS HAOMMKAETHCA K

1

(1)

b
B
ne & 1 [ — mapamerpu dopmu Ta macmTady. KamiOpoBaHuii pu3uK BH3HA4YaeEMO SIK R; =
Fspp(St) 3 anantuBHUM noporoM T(t) i (hikcoBaHOI 1T Ha XMOHI crparboByBaHHs (SLO).
Mopeni CNN+LSTM i AE+LSTM. [[ns nocnifoBHOCTEN YyTAUBUX J0 JOKAJIbHUX MATEPHIB
3actocoByeMo riopus CNN+LSTM: 3ropTku eKcTparyoTh NpocTopoBi o3Haku, a LSTM Moxentoe
4JacoBy 3ayexHicTh. DopmanbHo,

z; = Pool (U(Conv(xt))), h, = LSTM(z,), y = softmax(W h; + b), (3)

1e ¢ — HemiHiiHIcTh, hy — ocraHHil mpuxoBaHuid cTaH. {7 BUSBIEHHS HYJIHOBOTO [THS
BUKOPUCTOBYEMO aBTOCHKOJIEP 13 PEKYPEHTHUM MPOrHO3YBAHHSM:

]P’(X>u+x|X>u)z(1+E )f, x>0, )

T
1 R
L) =FZ X, — R, 1242 Il hy — b, 1247 11612 (4)
t=1

Jie TIEpIINNA JOJJaHOK — PEKOHCTPYKIIis, APYTUi — cTadumi3alis JaTeHTHOT TMHAMIKH, TPETik —
perymsipusanis. HaBuanHs iHimianmi3yemMo camMoHaBuaHHsSM [7, 8], a [And  OJHOKIACOBOI
oOMexyBaJbHOI KyJii BUKopuctoByemo i1ei Deep SVDD [6].
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Onrumizaniss po3moginy 3axucHux naii. Hexaii u, € [0,1] — inTeHcuBHICT nii k (i307s11ist
By3J1a, OOMEXEeHHs NOpTiB, nepeBunyck kimrouiB TLS, OmokyBanHs BpaznuBux SNMP-¢ynkmin
ToI10). MiHIMI3yeEMO OYiKyBaHi BUTpaTH 3a oOMexeHb SLO:

Min C(u) = cq Yx ux + c¢ E[FPR(u)] + ¢, E[FNR(u)],s.t. E[Latency(u)] < Lo,

uefo,1]¥
E[Avail(u)] = A,. (5)

Pimenns npuitmaeMo 3a npaBuiioM R, > 7(t) i3 HEraifHOIO aKTUBALIIEIO Uy, SIKIIO il MiHIMi3y€
MPUPICT PU3HKY B IPOTHO3HOMY TOPHU30HTI.

Interpaunis 3 SIEM i nogituku Zero Trust. Yci apredaktu (BiKHA, CIIEKTPOrpamH,
Byte2Image, xxypnanu) nagcunaiotbes 10 SIEM i3 kontekctHumu Mitkamu MITRE ATT&CK [14].
3acTocoByeMO MiHIMaJIbHI TpHBiLIET 1 MiKpocerMeHTaniro [2, 17]; y kaHamax KepyBaHHS CTPOTO
BrpoBaukyemo TLS 1.3 [3]1 SNMPv3 [13], ycboro MOXIJIMBOTO YHUKAIOUW CHAAHUX KOHDITyparrin,
BioMux 13 mpakTuku SSL-downgrade Ta momuiok peanizarnii Ha kmtanT Heartbleed [18, 19]. dns
KUTTEBOI'O UKy IPOUIMBOK 3acTocoByeMO SSDF [21] Ta KOHTpoIb JaHIOra OCTayaHHs.

Poznin «Metonuy nokasas, o0 €(pEeKTHUBHE MOJIEIIIOBAHHS MEPEX EIEKTPOHHUX KOMYHIKaIlii
Yy KOHTEKCTI MOpHUIHUX KiOepaTak MOKIIMBE JIHIIE 32 YMOBH MTO€THAHHS CTATUCTHYHUX Ta TNIMOMHHUX
MiAX0/iB. 3alpoIIOHOBaHa ABO30OHHA apXiTEKTypa JO3BOJISIE MIBUAKO pearyBaTH Ha KPUTHYHI 3MiHH
CTaHy 3a JOMOMOTOI0 ajanTuBHUX ToporiB (t-digest, KLL, BOCPD) Ta napanensHO aHami3yBaTtu
cKiaaHi MynpTuMonanbHi marepHu uepe3 CNN+LSTM i1 AE+LSTM [5, 9, 11]. HomarkoBo,
Bukopucranus EVT mns kamiOpyBaHHs pU3UKy 3a0e3redye CTaOUIbHICTh MPUNHATTS PIIICHb NpH
HU3bKIN KUTBKOCTI XMOHMX crpainkoByBanb [12]. Ilpaktuuna interparnis nux metoniB y SIEM i3
niarpumkoro Zero Trust [2, 17] dbopmye OCHOBY Ui aBTOMAaTH30BAaHOTO YIPABIIHHS 3aXUCTOM,
BKJTIOYAIOYH 130JISII1F0 BY3JIiB, KOHTPOJIb TOPTiB 1 goTpuMmannas Bumor TLS 1.3 ta SNMPv3 [3, 13].
TakuM YMHOM, METOMOJIOTIYHHMU MiJIXiJ CTBOPIOE TEPEIyMOBH IS (POPMYBaHHS KOMIUIEKCHOTO
KOHBE€Epa JCTEKIil, KW y HACTYIMHOMY po3auli «Pesynsratu» Oyme oliHeHO 3a (GopMambHUMU
METPHKaMH TOYHOCTI, JJATEHTHOCTI i ctabuibHOCTI [1, 6, 12].

JIBO30HHA apXiTekTypa MY/JbTHMOAAJIBbHOI JeTeKuil riOpuaHux Kideparak y mepeskax
€JIeKTPOHHMX KOMYHiKamiil. EjeKTpoHHI KOMyHIKalifiHi MepeXi CTaloTh OCHOBHOIO IIULIIO
riOpuHuX Kibeparak, SKi MO€IHYIOTh MEPEXeBl, MPOIIMBKOBI W COILIOTEXHIYHI BEKTOPH BIUIMBY.
Hocsig CERT-UA Ta ananituka ENISA miaTBepKyroTh 3pOCTaHHS CKIIAJHOCTI 0aratocTyleHeBUX
KaMIaHii, 110 BKJIIOYAI0Th MaHIMyJIALI] 3 aBTeHTH(]iKalli€l0, BAKOpUCTaHHs BpasnuBocTeid SSL/TLS
1 SNMP, a takox firmware-piBHs [6fsource]. Tpaauiiiiai cucremu BusiBjaeHHs! Bropraess (IDS) ta
kinacuuHi SIEM-nnargopmu He 3aBkau 37aTHI €(QEKTUBHO MpalioBaTé 3 MYJIBTUMOJAIbHUMU
MIOTOKaMH JIaHUX, 1110 OOMEXKY€ IXHIO pe3yJbTaTUBHICTh Y peajbHUX CIEHapisxX. Y BIANOBIAL HA I
BUKJIMKH PO3POOJIEHO IBOPIBHEBY apXITEKTYPY «BPODKEHUX» Ta «aJalITUBHUX» MEXaHI3MIB aHaNli3y,
K1 IHTETpYIOThCA 3 MomiTukoro Zero Trust 1 MerogamMu INIMOMHHOrO HaB4aHHs [67source].
3anponoHoOBaHa cxeMa JEMOHCTpY€E MOBHUI KOHBeep Binx 300py Ta yHiikauii Tenemerpii 1o ¢ysii
pU3HKY, BUOOpPY 3aXMCHUX il Ta iHTerparii i3 SIEM.

Cxema (puc. 1) mpexncraBise IIICTh B3a€MOIOB’SI3aHMX €TaIliB  MOJENIIOBAHHS MeEpex
eJIEKTPOHHMX KOMYHIKaIliil B yMOBaX TiOpUIHHX aTak:

306ip 1 monepenHs 00pooka gaHuX. @opMyrOThCs BX11HI MOTOKH 3 TpoToKoiB TLS/DNS/SNMP,
noriB aBreHTuikauii, cencopiB GPS/IMU Ta apredaxriB mpommBok. [t miABUIIEHHS CTIHKOCTI
3aCTOCOBYIOTHCSI KOB3H1 BiKHA, HOpMaJli3allisl 3a zZ-Score, KBaTepHIOHHE BUPIBHIOBaHHS il moOynoBa
cnektporpam (STFT). Cupi 6aitToB1 1aH1 KOHBEPTYIOThCS Y 300pakeHHs (Byte2Image).

«Bpomxenuit» map. BukoHye mBHIKY peakiiito 3a JOIOMOTo0 KBaHTHIBHUX €cKi3iB (t-digest,
KLL), anroputmis aetekitii 3mia (CUSUM, BOCPD) ta mpoctux nomituk Zero Trust (reodeHcuHr,
KOHTpOJIb IPOTOKOIiB). Lle 103BosIsiE€ OnepaTUBHO BIJICIITH OUEBHU/IHI BIIXUIICHHS.

«ApantuBHui» map. BukopuctoBye mmnOunHi apxitektypu: CNN+LSTM i yacoBuX psiB,
2D-CNN mnst cniektporpam i Byte2Ilmage, AE+LSTM nnst anomaiiii «HYJIbOBOTO JTHS», & TaKOX
camonapyainbHi migxoau SImCLR/MoCo 1 onnoknacoBi moaeni Deep SVDD.
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Oy3igs pusuky Ta EVT-kaniOpyBanHs. BuxigHi CKOpUHTH BiJ PI3HUX MOJAIBHOCTEH
00’€THYIOThCS, a TIOPOTHU YTOUHIOKOTHCS 32 JIOTIOMOTOK0 y3arainbHeHoro posnoniry Ilapero (GPD).
Lle 3abe3neuye y3ropkeHHs 3 MiJTbOBUMH MoKa3HUKaMu SLO Ta 3MeHIIeHHs! XHOHUX CITPAllbOBYBaHb.

BuGip 3axucHux Jiil. 3a1ex)HO BiJl OLIIHEHOTO PU3UKY peai3yeThCs 13011115 By3J1iB, OJIOKyBaHHS
noptiB, nepeBunyck TLS-kimrouiB un 3axuct SNMPv3. MeToro € MiHIMI3allis BUTpAT PU3HKY TPH
30epekeHHi Oe3mepepBHOCTI POOOTH CUCTEMH.

Inrerpanis 3 SIEM 1 Zero Trust. Yci apredakru Haacunatotbes 10 SIEM 3 mitkamu MITRE
ATT&CK. 3anpoBaKylOThCsI MIKPOCETMEHTALlis, TOMITUKAa MiHIMAJIbHUX NPUBLIEIB, MPUMYCOBE
3actrocyBanHs TLS 1.3 1 SNMPv3, mo BigmoBizae MiKHApOAHUM CTaHIApTaM 1 CTpaTerisiMm
KiOepCTIMKOCTI.

1. 36ip & npeobpobka
TLS/DNS/SNMP, norium,
GPS/IMU, npoLumMBKu

* KOB3Hi BiKHa, z-score
* KkBaTepHioHu, STFT

* Byte2lmage

3. «<ApanTMBHUW» Wap

- CNN+LSTM (psapm)

- 2D-CNN (cnekTporpamm, Byte2lmage)
- AE+LSTM (aHomanii 0-ro gHA)

- SimCLR/MoCo - Deep SVDD

2. «Bpop>xeHun» wap

- NMoporu eckisis (t-digest, KLL)

- Detekuina 3mMiH (CUSUM, BOCPD)

- Zero Trust (reoceHc, npoTokonm)

4. ®y3ia pusuKky
EVT-kaniopysaHusa (GPD)
SLO-kepoBaHi noporu

5. Bubip nin

isonsauia Bysna, noptm,
TLS-knw4i, SNMPv3
MiHIMi3aLis BUTPaT pUsuKy

6. InTerpauisa SIEM + Zero Trust
MikpocermeHTauia, TLS 1.3,
SNMPv3, MITRE ATT&CK

Puc. 1. Cxema xoHBeepa BUSIBICHHS rOpuIHUX Kideparak 13 iHTerpauieto Zero Trust

PesyabTaTu. Po3ain «Metoauy okpeciauB ABOPIBHEBY apXITEKTYpPy MYJbTUMOAAIBHOI 1€TEKIIT
riOpuHuX Kideparak, 0 TMOEJHYE CTAaTUCTHYHI MEXaHI3MHU IIBHUJKOTO pearyBaHHSA Ta TMIUOMHHI
HeriponHi mozeni [5], [6], [9], [11]. [Toganpmia nepeBipka e(eKTUBHOCTI 3aIIPOITIOHOBAHOTO KOHBEEPA
BUMAarae KiJIbKICHOI OLIHKM SKOCTI MOJENeH y pI3HUX CLEHapisfiX, BKIIOYHO 3 Ypa3lIUBOCTAMU
nporokoiiiB SSL/TLS, SNMP ta firmware-pisas [3], [13], [18-20]. ¥ upoMy po3nijii HaBeIeHO
pe3ysbTaTé e€KCIepUMEHTIB Ha CHUHTETHMYHO-HaTypHOMY HaOOpi JaHMX, SIKUM BKIIOYAE KYypHAJIH
ayTeHTU(]IKalil, MepeKeBl IMOTOKU CIIy>)KOOBHX TPOTOKOJIIB, CEHCOPHI psAM Ta MOXITHI
npencrasieHns (STFT-cmekrporpamu it Byte2Image). OcHoBHa yBara HOpUIUISETHCS TaKUM
kputepisim: TouHicTb (AUROC, AUPRC, F1), narenTHicTh pearyBanHsi, ctabinbHICTh oporis (ECE)
Ta yacTka xuOHuX cropaiboByBanb (FPR) [1], [12], [27]. TlopiBHSHHS KIACUYHMX CUTHATYpPHHUX
CHUCTEM 1 Cy4aCHUX MYJIBTUMOJAIBHUX MOJIEICH T03BOJISIE BUSBUTH CUJIbHI Ta CJIa0Ki CTOPOHHU
apXiTeKTypH, a TAKOXX OLIIHUTH JoLIbHICTH iHTerpauii B SOC/SIEM i3 1oTpuMaHHAM MOJITHK Zero
Trust [2], [14], [16], [17].
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Ymoeu excnepumenmy ma mempuxu. CUHTETUYHO-HATYpHUN Halip AaHUX c()OpPMOBaHO 3
MO€HAHHS XKYpHAJIIB ayTeHTU(DiKallii, TOTOKIB 3B’ 3Ky ciyx)00Bux mpotokouis (TLS, DNS, SNMP),
ceHcopHUX psmiB |al|, |w|, GPS-xkoopaunat 1 nmepusariB (cnekrporpamu, Byte2Image). Uactora
muckperuszamii ceHcopie 100 T'm, nosxwuna BikHa 5-10 c, mepekpurras 50%. OuiHioemo
AUROC/AUPRC, F1, narentnicts peakitii (mc), kaniopoBanicts (Expected Calibration Error, ECE)
1 yactky xubnux cnpanpsoByBanb (FPR) [1, 12]. ITapamerpu EVT ouintoemo Ha koB3HOMY Oydepi
30—-60 XB i3 MEPIOAMIHOIO PEKATIOpAIIi€TO.

Tlopiensanns mooeneti

3BezieHi pe3yapTaTd nojgaHo B Tadu. 1. Mynstumonaibra CNN+LSTM nepeBepiirye Kiacu4Hi
curHarypHi IDS i oqHomonaneHi aBroenkoaepu. AE+LSTM 3abe3nedye HallHWKIY 4yTIUBICTH 10
npeidy, ol sk ¢ysis (1) 3 EVT (2) smenmye ECE i crabinizye moporu Zero Trust mosituk [2, 6,
12].

Y Xomi eKCHepUMEHTAJIBHOTO JOCIIHKEHHS OyJ0 TPOBEIECHO MOPIBHSUIBHUI aHATI3 PI3HHUX
METO/IiB BUSIBIICHHS T1OpHIHUX KibepaTak y Mepekax eJeKTPOHHUX KOMYyHiKalii. [l OIiHKY iXHBOT
€(heKTUBHOCTI BUKOPHCTAHO KOMILUIEKC MeTpHK: ruioma mig kpuBoto ROC (AUROC), mnoma mix
kpuBoto Precision-Recall (AUPRC), inrerpanbuuii nokasauk Tounocti (F1), 3arpuMka pearyBanHs
(mc) Ta moxubka kaniOpyBanHsi (Expected Calibration Error, ECE). Lli mapameTrpu aaiTh 3Mory
OLIHUTH HE JIMIIE AKICTh Kiacudikalii, a i MpakTHUHy NMPUAATHICTE CUCTEM JI0 BUKOPHUCTAHHS B
yMOBax peaibHux arak [1], [5], [6].

Tabmung 1
[TopiBHsIIbHA AKICTH JETEKTOPIB Ha TIOPUIHUX CIICHAPIAX
Moaeanb AUROC | AUPRC | F1 JlarenTHicTh, MCc | ECE
Curnarypna IDS 0.892 0.861 0.78 12 0.081
AE (ogHo MonanbHa) 0.931 0.905 0.83 25 0.056
AE+LSTM (MynbTUMOAaNbHA) 0.952 0.934 0.86 31 0.041
(CLEI;;I;IT/E;[/IMBHZI) 0.975 0.962 0.91 38 0.036
®y3is + EVT (noBHa) 0.973 0.958 0.90 44 0.021

Tabmuus 1 neMOHCTpye pe3ysbTaTH MOPIBHAHHS KJIaCHUHOI curHatypHoi IDS, onrHOMOanbHUX
Ta MyJIbTUMOJAJIBHUX MOJEJEH, a TakoX 3ampornoHoBaHoro miaxoxy 3 ¢ysiero ta EVT-
KaJiOpyBaHHSM.

Curnatypna IDS nokasye naiinnxdi 3nadenass AUROC (0.892) ta F1 (0.78), mo Bka3zye Ha ii
00OMeXKeHICTh y poOO0TI 3 TIOPUIHUMU CIICHAPISIMHU.

OnnomopansHuii aBTOeHKOAEp (AE) mokpamtye sikicte 1o AUROC 0.931 1 F1 0.83, mpote
3aJIMIIAETHCS IyTIUBUM JI0 Apeidy AaHUX.

AE+LSTM 3abe3neuye Bumry criiikicts 1 TouHicTe (AUROC 0.952, F1 0.86) 3a paxyHOK
MOETHAHHS aBTOCHKOEPa 3 MOJIEJUTIO TIaM’SIT1 IOBTUX TIOCIITOBHOCTEH.

CNN+LSTM nocsrae Haiikpamux nokasHukis cepen moaenein (AUROC 0.975, AUPRC 0.962,
F10.91), ane mae nemro Ounbiry 3aTpuMKy (38 Mmc).

®Oy3is 3 EVT-kanibpyBanssm 30epirae Bucoki 3nadennst TogHocti (AUROC 0.973, F1 0.90) ta
ictoTHO 3MeHIIye noxuoky kaniopyBanHs (ECE 0.021), mjo oco61MBO BaXKIHMBO ISl CUCTEM ZEro
Trust [2], [12], [17].

TakuM 4YMHOM, JAaHi TaOIWLI MIATBEP/KYIOTH IEpeBary MyJbTUMOJAIbHUX apXITEKTyp 1
HeoOXigHicTh BukopucTtanHs EVT-kopexkuii ams crabinizanii HOporiB y KpUTUYHUX CHEHApPIsX.

Ilokpumms cyenapiis i cencopmui o3naxu. P13HI MOJAIBHOCTI BIAIrPalOTh KIIOYOBY pOJIb AJIS
pisHux TumiB HamagiB. OcoOiauBo momiTHa posib Byte2Ilmage st BusiBIEHHS MNOMIMOpP(HUX
MPOIIMBKOBUX aHOMAJIH 1 CIIeKTporpam |a| sl TOHKUX (i3WIHAX 1H €KITiH
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Jns SSL-downgrade/stripping aTak KII0YOBUM BHSIBIISETHCS BUKOPHCTAHHS YacOBUX PSNIB 1
CNN-+LSTM, m1o no3Bossie GikcyBaTH XapakTepHi MepekeBi Biaxuinenns [3], [18].

V¥ Bunagxy SNMP-0pyTdopcy Ta BUTOKY KoH}irypatliii cyrteBy pois Bigirpae AE+LSTM, sikuii
Kpallle BiJICTIKOBY€E TIOCTYIIOBI aHOMaTii y Kepyrouux mportokoiax [13], [20].

[TpommBkoBi moiiMOpdHiI araku HAHOUIBII €()EKTUBHO BUSBISIOTHCS 3aBISKH MOJAIBHOCTI
Byte2Image Ta ciekrporpamam, oCKiJIbKd BOHU J03BOJIsIIOTE CNN-MOzessIM aHaIi3yBaTH Bi3yaslbHi
apredakTy 1 TeKCTypHI aHOMAaJIii HaBITh MPU MiIHIMAJIBHUX 3MiHaX mianucis [7], [8].

Hns GPS-criyinry Ta reo3oHaqbHMX MaHINYIALIA KPUTUYHOIO € CEHCOpHa iHdopmaris 3
reoflaHuX, 110 3a0e3euy€e MOKIIMBICTh OJIOKYBaHHS HEOE3MEUHHUX BIAXUJICHb Y peaJbHOMY Yaci.

MikpopuT™MHU TipOCKONa Ta TPEMOPHI iH €Kil Haikpaiie (GIKCyroTbcs CHEKTpOTrpaMaMu, sKi
JI03BOJISIIOTh BUSIBUTH IIPUXOBAH1 KOJIMBAJIbHI ATEPHU, HEIOCTYIIHI JUIsl KIIACUYHOTO aHai3y 4YaCOBUX
pSIB.

VY miacyMKy, *OJIHa OKpeMa MOJAJBHICTh HE € YyHIBepCalbHOK s Bcix arak. HaiiBuury
e(eKTHBHICTD 3a0e3Meuye iXHe KOMOIHOBaHE BUKOPUCTAHHS 3 MOAANBIIOI (y3ieto pu3uky ta EVT-
KamiOpyBaHHM, 110 Y3TOIXKYy€eThes 3 mpuHIunamu Zero Trust [2], [17].

MyabTHMoOna/bHA Bi3yaJi3alisi KOTHITHBHHX HelipoMepeskeBHUX pilleHb Y BHSIBJICHHI
riopuanux Kideparak. 3anpornoHOBaHa Bi3dyalizallis AEMOHCTPYE CHHTETUYHUN KOHBEEP aHAIII3y
Kidep3arpo3 y Mepexax eJIeKTPOHHUX KOMYHIKalii, 10 MoOyZOBaHHWHA 3 ypaxyBaHHSM BHMOT
CY4acHHMX CTaHIApTiB iHopMariiiHoi Oe3nekn Ta mpakTuk mudpoBoi cridikocti. Takuit mimxin
JI03BOJISIE€ TIOETHATY KUIbKA PI3HOPIAHUX JKEpell TeleMeTpii B €IUHY IHTErpOBaHy apXiTeKTypy, SKa
3abe3neyye OaraTOpiBHEBUH MOHITOPHHI 1 CBO€YACHE pearyBaHHS Ha 3arpos3u. Y Bisyaumizamii
BUJIIJICHO KIIFOYOB1 apXITEKTYpHI €IEMEHTH MYJIBTUMOAAIBHOT CUCTEMH: PU3HK-OPIEHTOBAHI METOAU
3 BHUKOPHUCTaHHSM CTaTHCTUYHUX MOJENeH, YacOBO-YaCTOTHHM aHaji3 CEHCOPHHMX CHTHAIIB,
(dbopMyBaHHS Bi3yaJIbHUX BiIOMTKIB TeneMeTpii y BUrisaai Byte2lmage Ta mpoTOKOIbHUN MOHITOPUHT
13 BusBnenHsaM aHomanid y TLS ta SNMP. Koxen i3 nux eneMeHTiB BioOpa)ka€ MeBHUI acrekT
(GYHKIIIOHYBaHHS CUCTEMH KiOep3aXHCTy Ta BOIHOYAC MIJKPECIIOE TXHIO B3a€MOIONIOBHIOBAHICTh Y
paMKax miricHoro miaxoxy. OcoOnuBe MicIie y mpeicTaBlIeH il cxemi 3aiiMmae nomituka Zero Trust, mo
3a0e3neuye NPUHIMIN «HIKOJIM He JOBipsAH, 3aBKAM nepeBipsiy. Bisyamizaiis mokasye, sk nei
MIPUHIIMII PEAI3yEeThCS HAa MPAKTHIIL: Yepe3 KaliOpyBaHHS PU3UKY, KOHTPOJIb JOCTYIY 0 MPOTOKOIIB
KepyBaHHs, 1IEHTU(]IKALII0 KPUTUYHUX aHOMAJIH y YacOBHX psAAax 1 CIEKTPAIbHUX HPOQUIAX.
BaxJIMBUM acriekToM € TaKOXK IMOETHAHHS CTATUCTHYHUX METOIB 1 MoJieel IIMOMHHOTO HAaBYaHHS.
3actocyBaHHsA eKkcTpeMaibHOi Teopii 3HadeHb (EVT) nns moOynoBu ananTUBHUX IOPOTIB Y
TaiimiaiiHi pusuky, Bukopuctanus STFT nna BusiBneHHs TpemMopHHX iH’ekuid Ta CNN-aHamizy
Byte2Image-BiIOMTKIB CTBOPIOE MIAIPYHTS Ui KOMIUIEKCHOTO KOHTPOJIIO SIK MEpPEeXKEBHX, TaK 1
(b13MYHHUX BEKTOPIB aTak.

3amponoHOBaHa CXeMa aKIEHTYE yBary Ha BaXKJIMBOCTI MOETHAHHS MIBHIKUX CTaTHCTUYHUX
NEePEeBIPOK 13 NIMOMHHUMH MOJIEJISIMU JJIS1 JOCSATHEHHS OajlaHCy MIXK ONEpPaTUBHICTIO pearyBaHHs Ta
TOYHICTIO aHai3y. BoHa 1eMOHCTpye, K pi3HI PiBHI CHCTEMHU B3aEMOJIIIOTh MK c00010, (hopMyroun
€IMHUH 3aXUCHUM KOHTYp JUIs KpUTHYHUX IIUPpoBuX cepiiciB. [HTerparis 3 SOC i SIEM 3abe3neuye
MIPaKTHUYHY 3aCTOCOBHICTH MIAXOAY Y BUPOOHUYMX CepeAOBUIIAX 1 MIJBUIILYE PIBEHb aBTOMAaTH3aLli
y pearyBaHHI Ha IHIMJCHTH. ApXITEKTypa TaKoX HIJAKPECIIOE pojib MDKHAPOIHHMX CTaHAAPTIB 1
METOZOJOTIH, SIKI TapaHTYIOTh BIANOBIAHICTh IIO0AJIBHUM BHMOTaM KiOepcTifKocTi. Y MiICyMKY
Bi3yastizallisi CTBOPIOE LUIICHE YSBIEHHS MPO T€, SIK Cy4acHI TEXHOJOTI MAallMHHOIO HABYAHHS Ta
npuHUMnU Zero Trust MoXyTh 00’ €1HyBaTucs y QyHKIIIOHATBHUN IHCTPYMEHT 3aXUCTY €JIEKTPOHHUX
KOMYHIKallil. BukopucTaHHS MyIbTUMOJAIBHUX JAaHUX JIO3BOJSE 3HU3UTHU PHU3HMK IPOITYCKY
CKJIQIHUX aTaK, [0 MAaCKYIOThCS MiJ] JETITUMHY aKTUBHICTh. Takuii miaxiz 3a0e3nedye THy4KICTh y
pearyBaHHl Ta aJamnTalil0 CHUCTEMHU JO0 HOBHX THUIIIB 3arpo3 y JUHAMIYHOMY CEpeIOBHUIIII.
3anponoHoOBaHa apXiTeKTypa MOXKE CTaTH OCHOBOIO JUTSI MOJANIBIINX JOCIIPKEHb Y cdepl iHTerparii
HITY4YHOT'O 1HTENEKTY Ta Ki0ep3axXUCTy Ha piBHI KPUTUYHOI IHQPACTPYKTYypH.

Bizyamizanis Ha puc. 2. CKIQJa€TbCs 3 YOTHPHOX JIOTIYHO B3a€MOIIOB’A3aHUX Tpadikis,
po3TaioBaHuX y criasHOMY TipocTopi (tiledlayout):

Taumnaiin pusuxy 3 inmezposanum Zero Trust-nopozom. I'padik UtocTpye TMHAMIKY pU3UKOBOTO
CKOpHHTY, KaniopoBaHoro Merogamu EVT, 3 BUAIIEHHSM 30H NepeBullleHHs nopory. Lle no3sosnse
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9iTKO OauuTH MOMEHTH KPUTHYHUX BIIXWICHb 1 MIATBEPIXKY€E €QPEKTHUBHICTh aJalTHBHOTO
YIPABIIHHS PU3HKOM.

Yacoso-uacmomua STFT-cnekmpocpama cencopnozo cucuany. IlpeacTtaBieHO CUHTETUYHHI
aKCeNepOMETPUYHUI CHUTHAJ 3 JOJAaHUM ILIyMOM 1 rapMoHikamu. Crekrporpama MiJKpecoe
MOXXJIMBOCT1 BHSIBJICHHS TPUXOBAaHUX TPEMOPHHMX 1H €KIIA Ta (DI3MYHUX aHOMAIIIM, SKI BaKKO
¢bikcyBaTH y 4aCOBOMY JJOMEHI.

Byte2Image-6iooumox menemempii. ChopMoBaHuUii i3 6aUTOBOTO MOTOKY y hopmari 64x64. Jlae
3Mory CNN-mozensiM BUSBIATH NOMIMOP(HI MPOIIMBKOBI aHOMAalii, aHANI3yIOUYdM TEKCTYpHI Ta
CTPYKTYpPH1 OCOOJIMBOCTI TaHUX.

IIpomoxonvuuii dawbopo TLS 1.3 i SNMP. Cumyiroe MepexeBi BiIXWICHHS Y BUTJISLJII BiJIKaTiB
TLS 1.3 — TLS 1.2 (SSL downgrade) ta nikiB AuthFail y SNMP nipu brute-force arakax. L{e#t rpadik
JIEMOHCTPYE KPUTHUYHICTh KOHTPOJIFO MPOTOKOJIIB KEPYBaHHSI Ta HEOOXiTHICTh MOMTHK Zero Trust.

VY cyKymHOCTI 11l YOTHPH Bi3yaJIbHI MOJTYJI1 CTBOPIOIOTH IHTETPOBaHy KapTHUHY (QYHKITIOHYBaHHS
MYJIBTUMOJIAJIBHOT CHCTEMH JeTeKlii riOpuaHux KidepaTak, MiJKPECTIOI0YM B3a€EMO3B 30K MK
PHU3HUK-OPIEHTOBAaHUM MOHITOPHHIOM, CEHCOPHOIO TeJIeMeTpi€ro, aHami3oMm firmware-piBHS Ta
MIPOTOKOJIEHUMH aHOMAJTiSIMU.

Amnaunis. [licna BrnpoBamxenHss EVT-kaniopysanus (2) mu cnocrepiraemo 3umxenns ECE 3
0.041 o 0.021 (Tabn. 1), mo 3abe3neuye y3romkenicts moporis i3 SLO Ha FPR < 1%. V cuenapisx
SSL-downgrade ta SNMP-6pyrdopcy mynbrumonanibHa CNN+LSTM ckopodye JaTe€HTHICTh
pearyBanHsi 10 38 MC, TOJI SIK aBTOCHKOJEPHA TiJKa Kpalle BiJCIIIKOBYe MOBLIBbHI apeiidu. Ha
MPOLIMBKOBUX MomiMopdax OaitoBi BinOuTku Byte2lmage pi3ko MiABHUILYIOTh YyTJIMBICTDH
knacudikaropa, ockimbku CNN Bimpasy O0auuTh TEKCTYpHI aHOMamii HaBITh 3a HEBEIHKHX
Moaudikariit mamnucy.

OTpuMaHi pe3yiabTaTH JEMOHCTPYIOTh, 1m0 MyiabTEMOmanbHi CNN+LSTM i AE+LSTM
3Ha4yHO IepeBepilyroTh curHatypi IDS Tta onHomMomanbHi aBroeHkonepu 3a merpukamu AUROC,
AUPRC ta F1 [5], [6], [23], [24], 3a0e3neuyroun BOJHOYAC NMPUHHATHY JATEHTHICTh pearyBaHHS.
HonarkoBe 3actocyBanHs EVT-kanmiOpyBanHs icToTHO 3HIKye mnokazHuk ECE, mo miaBuirye
Y3TOJIKEHICTh TOPOTIB 1 HaJIWHICTh Zero Trust momTHK y BUpOOHMUMX cepenoBuiiax [12], [17].
BaxnBo, 110 pi3HI MOAAIBHOCTI BIIIIPalOTh KIKOUOBY POJIb Y PI3HUX CLIEHApIAX: CHEKTPOrpaMu
3a0e3nevyloTh YyTIMBICTh J0 TOHKMX OI3MYHMX 1H ek, Byte2lmage — no mnomimopdpHuX
MPOLITMBKOBUX aHOMaJiil, a CeHCOpHi psau — a0 reodencunrosux arak [7], [8], [13], [20]. Takum
YHHOM, €KCIIEpUMEHTANIbHI pPe3yJbTaTh MiATBEP/PKYIOTh KUTTE3JATHICTD 3alPOIIOHOBAHOTO MIAXOAY
Ta CTBOPIOIOTh OCHOBY JUIsl MO/1AJIbILIOTO MOPIBHAHHS 3 ICHYIOUMMH METOJaMH, 1110 i Oyzie 3po0iieHo
y po3nuti «O6rosopenns» [4], [5].

Oorosopenns. [TopiBasHO 3 Kitsune [4], 1e anHcamMOIb aBTOSHKOIEPIB MPAIIO€ NMEPEBAKHO HA
MEpEeKEeBHX 03HAKaX, HAI MiAXi pO3MIHUPIOE KOHTEKCT MYJIFTUMOTAIbBHUMH CEHCOpaMH 1 3a0e3meuye
¢y3ito (1) 3 ananTUBHUMHU Barami, 110 MOKpallye poOOTy Ha CKIAJAEHUX TOpuAHUX creHapisx. Ha
BinMiHY BiJ kinacuaHux LSTM-nerexkTopiB mist Tpadiky [5], 3anmponoHoBaHa apXiTEKTypa 1HTETpye
2D-kanain cnektporpam i Byte2Image, 1o miiBuitye CipuiHATINBICT 0 MOJIMOP(GHUX BapiaHTIB
MPOLIMBKOBUX Moaudikauii 1 TpemMopHUX 1H’ekuii. Bukopucranus EVT-nottoninry [12] 1
BOCPD-curnanis [9] 1o3Bojisie 3MEHLIMTH KIJIbKICTh MOMMIIKOBHX CIIpallbOBYBaHb 0€3 BTpaTu
Yy TIUBOCTI.

V3romkenicth 13 Zero Trust [2, 17] 3a0e3nedye 3acTOCOBHICTh pe3yJbTaTiB Y BUPOOHUUMX
Mepekax: MIKpOCErMeHTallis, MiHIMajdbHl WpUBUIEi, NOCTIHHE NEpeBHJIaBaHHS KIIOYIB Ta
o6oB’si3koBicTh TLS 1.3 [3] y xananax kepyBanHs. [[nst SNMP KpUTHYHUM € JOTpUMaHHS BUMOT
SNMPv3 [13] 1 3a60pona HeOe3neunnx OEM-po3umpens, 110 9acTo CTaloTh KopeHeM mpoosiem [20].
Iarerpamis 3 MITRE ATT&CK [14], ISO/IEC 27001 [15] i kpammmu npaktukamu SIEM [16]
crpoiye ctBopeHHs mieiidykis SOC.

OOMexeHHs JOCIIKeHHS MOJIATaloTh Y HabipHii mpupoai JaTaceTy, NOTEHIIHOMY 3MillleHH]
PeTpe3eHTaTUBHOCTI MO0 MPOMHUCIIOBUX JIOMEHIB, a TaKOXX Y HEOOXITHOCTI TIOHUHTY &, (t) mmig
KOHKpeTHI Tomojorii. Maif0yTHi poboTn mnepeadavaroTh pPO3LIMPEHHS HA MYJIbTUMOJANIbHI
TEKCTOBO-Bi3yallbHO-ceHCOpHI Mozeni (multimodal Al) 3 koHtenT-¢inbTpanieio xypHainis (NLP) i
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00poOKOI0 CKpiHKAcTIB KOH(Iryparliii; I0AaTKOBO IUIAaHY€ThbCs (eaepaTuBHE HaBYaHHS 3
JU(EepeHITifHOI0 MPUBATHICTIO Ta MOCTIHHUA MOHITOPHHT Apeidy naHux. 3 MOMIALY NpOLECIB
pPO3pOOKM TPOMIMBOK JOIUIBHO BIpoBamkyBath SSDF [21] # n§aHiiorm mnocTadyaHHs 3
KpUNTOrpadivuHOO BaJiIaIlEro.

Multimodal Visualization of Zero Trust Cybersecurity Signals
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BucHoBkHu

Y po0OTi peACTaBICHO MOBHUI KOHBEEP MOJICIIOBAHHS Ta JETEKIIT Ui MEPEkK EICKTPOHHUX
KOMYHIKallif y MPHUCYTHOCTI TIOpUIHMX aTak, SKUH TOETHYE «BPOKEHI» IIBUJAKI TECTH,
«anantuBHI» rauouHHI Moseai CNN+LSTM ta AE+LSTM, dy3ito pusuxy 3 EVT-kaniopyBaHHsM 1
nomiTuky Zero Trust. 3anpornoHoBaHe pillIeHHS ITiBUIIYE TOYHICTh 1 CTa0LIBHICT ACTEKIIIl, 3HIKYE
JmaTeHTHICTh pearyBaHHs i iHTerpyeThest 3 SOC/SIEM i mneiitbykamu MITRE ATT&CK. ITpaktuysi
pexomenaartii: (i) BnpoBapkyBata TLS 1.3 1 SNMPv3 y kananax kepyBanss [3, 13]; (i) mig’ eqHaTu
ceHcopHy tenemetpito 10 SIEM 3 popmyBanHsim criekTporpam i Byte2Image; (iii) BAKOpHCTOBYBaTH
EVT-kaniGpyBanHs noporis; (iv) 3acTOCOBYBaTH MIKpOCEIMEHTAIIII0 Ta MiHIMaIbHI puBiiei [2, 17];
(V) amanTyBaTu Baru o,y (t) i SLO mix gomeH; (vi) 3a0e3me4nT po3poOKy MpOIIMBOK 3rifaHo 3 SSDF
[21].
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